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Abstract—This paper investigates a network information flow MAC phase
problem for a multiple-input multiple-output (MIMO) Gauss ian —~-—=-=—=-=-=--=-=-=--=-----
wireless network with K-users and a single intermediate relay w, ' Nt
having M antennas. In this network, each user intends to convey
a multicast message to all other users while receiving¢ — 1 W, N A
independent messages from the other users via an intermedé 5 ~ e Ry | %"
relay. This network information flow is termed a MIMO Gaussian . M/ : (orAR)[

Relay |-
—> .
(orAP) |-

K-way relay channel. For this channel, we show that%{ degrees W W
of freedom is achievable if M = K — 1. To demonstrate this,
we come up with an encoding and decoding strategy inspired
from cryptography theory. The proposed encoding and decodig
strategy involves asignal space alignment for an encryption
message for the multiple access phase (MAC) andzero forcing
with successive network code decoding for the broadcast (BC) Fig. 1. System model of MIMO Gaussid-way relay channel.
phase. The idea of thesignal space alignment for an encryption

message is that all users cooperatively choose the precoding

vectors to transmit the message so that the relay can receive . .
proper encryption message with a special structurenetwork code for the broadcast phase (BC) achieve the capacity for a

chain structure. During the BC phase,zero forcing combined with ~ deterministic channel case. They also showed these schemes
successive network code decoding enables all users to decipher extended to a Gaussian channel case for achieving the tapaci
the encryption message from the relay despite the fact thatiey within a constant number of bits.
all have different self-information which they use as a key. Furthermore, the authors i [13]-[15] investigated misiéic
and multi-way relay communications, which are more general
scenarios than the use of a multi-pair two-way relay chaimel
Two-way communication or bidirectional communicatiorthe terms of multiple directions of communication. [[n|[1f8);
between two nodes was first considered by Shanhbn [1]. keveral relaying schemes, examined the achievable rateeeg
involving a relay node between two nodes, the two-way relof a multi-way relay channel with multiple clusters of users
channel has drawn great interest from numerous researctsuch that the users in each cluster want to exchange multicas
due to its useful application scenarios in cellular and ad-hmessage within that group of users. By considering multiple
networks. Several studie§] [2]}[9] showed that the sum-raunicast messages per user, in our previous work's [14]-Hi5],
performance of the two-way relaying protocol significantlgfficient coding scheme termed thiginal space alignment for
increases compared with that of one-way relay protocol. network codingwas proposed for a multiple-input-multiple-
Recently, the two-way relay channel has been generalizedtput (MIMO) Gaussian Y channel. Using this scheme in
in various network information flow settings. To realize tiwul [15], the authors showed that the degrees of freedom for the
pairs information exchange, the authors[inl [10]}[12] stada MIMO Gaussian Y channel i8M log(SNR) + o(log(SNR))
multi-pair two-way relay channel in which the relay helps thwhen each user hag antennas and when the relay hsis>
communication between multiple pairs of users.[In| [10], ay£4.] antennas. From this scheme, the authors demonstrated
thors proposed a jointly demodulate-and-XOR forward relajiow to deal with multiple interference signals on multiHuse
ing scheme for a code-division multiple access system undd#d multi-way communications by appropriately exploiting
an interference-limited environment. In addition, othethers interference alignment [16] and network coding [6]-[9].
[11]-[12] characterized the capacity of a multi-pair relay In this paper we investigate a network information flow
channel in a deterministic channel model. They showed thapeoblem for a MIMO Gaussian wireless network withrusers
divide-and-conquer strategy exploiting signal-levegjainent and a single intermediate relay havidg antennas i.e., the
for the MAC phase and a simple equation-forwarding schersiangle cluster multi-way relay channel in one of the pregiou
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I. INTRODUCTION
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studies[[18]. In this network, uséri = {1,2,..., K} wants represent a transpose and a Hermitian transpose, reggctiv
to convey a multicast messad®; to all other users, while E(-) and TA) denote the expectation operator and trace of
receiving K — 1 independent messages from the other usetsee matrix A, respectively.

via the intermediate relay. This network information flow

is termed a MIMO Gaussiatk-way relay channel. There Il. SYSTEM MODEL

are various interesting application scenarios of the MIMO The MIMO Gaussiank -way relay channel shown in Fig.
Gaussiank -way relay channel, such as video conferencingis considered in this section. In this chanrfélusers and a
using Wi-Fi access point and multi-player gaming using $maelay haveM multiple antennas. The users want to exchange
phones. messages each other with the help of a single relay terminal.

In this paper, we propose an encoding and decoding stratégger ;i wants to send messad®; to the other users on the
which were inspired by cryptography theory. In cryptogmaphnetwork and intends to decode all other users’ messages on
encryption is a process of transforming information usinghe network, i.e{Wy, Wa, ..., Wg}/{W;}.
an algorithm to make it readable to only those with special In multiple access (MAC) phase (the first time slot), user
knowledge; this is referred to as a key. Using this cryptog-sends messag#’; to the relay. The received signal at the
raphy concept, the conventional two-way relay channel caslay is represented by
be interpreted from a new angle. In a two-way relay channel, K
during the MAC phase, user 1 and user 2 transmit message yIBl — ZH[RJ’]XM 1A )

Wy and W5 to the relay, and the relay jointly detects and — ’

decodes the modulo sum of these two messagesiii;en, . =

This process can be thought as a type of encryption algorithwhereH!%/ represents thé/ x M channel matrix from user
During the BC phase, each user can decipher the encrypid@ the relay,xl! € CM denotes transmit vector at usgr
messagéV; & W, from the relay using its self-information asand nl®l € C™ denotes an additive white Gaussian noise
a key. Therefore, our encoding and decoding problem in ttBWGN) vector. The user has an average power constraint,
MIMO Gaussiank -way relay channel is to find the encryptiorE [Tr (x/x[” )| < SNR. The channel is assumed to be
algorithm so that all users who take part in an informationquasi-static and each entry of the channel matrix is an iedep
exchange can decode information from other users using thgéntly and identically distributed (i.i.d.) zero mean cdexp
own self-information as a key. Gaussian random variable with unit variance, (0, 1).

The newly proposed encoding and decoding strategy in-After receiving, the relay generates new transmitting aign
volves asignal space alignment for an encryption messtge and broadcasts them to all users in what is known as, a BC
the MAC phase and aero-forcing combined with successivghase. The received signal vector at uses given by:
network code decodinfpr the BC phase. The key idea of the _ _ _
signal space alignment for an encryption messegéhat all yli = HERXE 4l )

users cooperatively design precoding vectors for trarsmit where H“®l denotes thel/ x M channel matrix from the

a message so that the relay can receveroper encryption ay to useri, xfl € CM is the transmit vector at the
messageHere, a proper encryption message IS an encrypt ay, andnl’/ € CM denotes the AWGN vector. The transmit
message that all users who take part in the 'nformat'é“‘;nal at the reIaT is subject to the average power constrain

exchange can resolve even if they all have different keys. (R] < [R]" )
order for the relay to have the properly encrypted messhage, {Tr (X X ) < SNR. If the system is assumed to be

each user selects the transmit signal direction for theypted in time-division-duplex (TDD) mode, the channH% is
information so that it has a special structunetwork code identical to HI“#I™ . However, it is assumed here that these
chain structure During the BC phasezero-forcing combined two channels are generally different by taking into account
with successive network code decodempbles all users to frequency-division-duplex (FDD). Throughout this pap,
decipher the encryption message from the relay, even ifaheyrect links between users are neglected for simplicity; thus
have different self-information. Because the encryptiogsm the relay is essential for communication. Additionally,ist
sage having a network code chain structure can be untangdégumed that all users and the relay operate in half-duplex
successively at all users’ side by using own side-inforamati mode. This implies that all terminals can not receive and
From this decoding process, each user obtains the messdgisMit simultaneously. The channel is assumed to be known
from the other users on the network. perfectly at all users and the relay in both the transmit and

The organization of this paper is followings: Sectibh Ireceive modes.
describes the system model of the MIMO Gausskarway
relay channel. In Sectiof]ll, we compare the achievabfé‘
degrees of freedom of the MIMO Gaussidii-way relay By definition of multicast capacity in [17], we define the
channel according to various schemes. Finally, Sedfion Bchievable rate for the multicast messdgg, as R;(SNR),
concludes this paper. which is given by

Notation: We use bold upper and lower case letters for .
matrices and column vectors, respectivefy)” and (-)7 Ri(SNR) I VI D) R;i(SNR), (3)

Multicast capacity and degrees of freedom
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. . . . Successive network code decoding
Fig. 2. Signal space alignment for encryption messageifor 4 case.

Fig. 3. Zero-forcing with successive network code decodirgmple of user
) ) 1 whenK = 4.
where R;;(SNR) is the achievable rate from uséto userj,

which is
[i]. ¢ [R] (R]. [j] B. Proposed scheme
R]l(SNR) = min {I (X 'y ) i (X ;yJ )} . (4) The following theorem is the main result of this saper.

; ; Theorem 1. In a MIMO GaussianK-way relay channel
Therefore, the capacity region for the MIMO Gaussigrwa
pactly reg| . y where each user and the relay have= K — 1 antennasg

relay channel can be defined as the set of all achievable raegrees of freedom is achievable fiir> 2

tuplesR(SNR) = [R; (SNR), Rs(SNR), ... R (SNR)I". Proof: Here, we only show the case &f = 4 due to

Furthermore, the degrees of f_reedo_m region for the Iv”Mﬁmitation of space. The journal version of this paper![19]
Gaussiank-way relay channel is defined as in (Er}) (Pleasiencludes the proof for the general-user case and it shows
i(]ee_t?s tc:f of nez;t F))?gi)c(igr((j?i (?ﬁédszl;}ﬁ.c;fdtﬁ()a éeanr((jaesthat the proposed scheme can achieve the trivial outer bound

Lol 2 TR gy, 9re€serived by a cut-set theorem in [18]. The achievability [fieo
of freedomn is defined as

provided using signal space alignment for an encryption-mes

n 2 max(d; +dy + ... +dg). (6) sage and zero-forcing with successive network code degodin
Drew Using this encoding and decoding scheme, it is shown
K
I1l. ACHIEVABLE DEGREES OF FREEDOM that (dy,ds, ds, ds) = (1,1,1,1), i.e., n = Z:Tld — 92is

In this section, we investigate the degrees of freedom trghieved. o

can be achieved according to various schemes for the MiMOFOT the MAC phase (the first time slot), useind usert

Gaussiank -way relay channel. From this, we show that thé&nd messages’; and I[/K‘l usm(_[:]4]symbols$1 and s, along

proposed encoding and decoding scheme is able to attéih precoding vectors;- andv,", as expressed by

the higher degrees of freedom in the MIMO Gaussign x1 — V[l]sl x4 — V[4]S4 8)

way relay channel by comparing with that achieved by a ren e

conventional time-division-multiple-access (TDMA) sane. ~ While user2 and user3 transmit messag#/> and W3 using
symbols; ands;z. Here, we assumg [||s;]|?] = 1. Contrast

A. TDMA scheme with s; andsy, s, andss are transmitted two times along with

In the MIMO GaussianK-way relay channel, TDMA two different precoding vectors; andv}, as expressed by
scheme require2 K orthogonal time slots for completely

i _ il [i] _
exchanging the messages each other via a relay. In the first = vilsi+vylsi, 0= {2,3) ©)
time slot, user 1 transmits the messddg using M inde- The received signal at the relay is given by
pendent streams to the relay. Thereafter, during the second 4
time slot, the relay broadcasts the received message ging ylfl = ZH[RJJ (v[f] s; + v[;]si) +nl®l, (10)
independent streams to all users (multicasting). By appglyi i—1

zero-forcing spatial decoder, each user can obtain Xhe
9 sp Wherev[21]=v[24]=01\,4x1.

independent streams and decodes them to get mesdage, The proposed precoding strategy is aiming at obtaining

In a similar way, usen, {i = 2,...,K} can deliver the . " o coding messages with chain propéity!! @
message to the other users via the relay by spending tlxx}ﬂz] W2 @ Wi 1B @ Wl at the relay, Therefore ’to .

orthogonal time slots. Therefore, the degrees of freedan t ! . . L
can be achieved TDMA scheme for the MIMO Gaussian c_ompllsh this, precodmg vectors are co_nstructed by et(pg)_|
way relay channel is given by: §|gnal space alignment for _network c_odmg scheme_[14]. Fig.
illustrates the conceptual figure of signal space alignnfient
KM K-1 & M K1 7y an encryption message whéh= 4. To decodel —1 = 3 net-
- ' work coded messagel/ ! @ W2, Wil g wBl Wil gwid

WTDMA:W— 5



TR(SNR
DEw = deRf:VweRf wld < lim sup u
SNR— 00 R(SNR)GCKW 10g(SNR)

} : (5)

at the relay, all users carefully chooses the precodingovectis necessary to check the decodabilitystf at the receiver
in order to satisfy the conditions of signal space alignnfent of the relay. The decodability is simply proved by showing
an encryption message. These are given by: that Pr [det(U[R]) = 0] = 0. Recall thatu;, i = {1,2,3}, is
one of theM intersection basis vectors betwekh’? and

R1], 1]y - [R,2],[2] . . ) .
sparfH™ vy ) = spafH ™ vy, H®#1 In addition, we define a subspadé:, consisted by
sparfHIPAv) = spagEIRAVED), basis vector§uy, us, us} — {u;}. As the entries oH%-1 are
Spar(H[R,B]V[;]) - sparﬁH[R"”v[f]), (11) generated by a continuous distribution, the probabilit th

basis vector in the intersection of any two channel matrices
where spafA) = spar{B) indicates that the column spacdies in the other intersection subspace spanned by the other
of A andB are identical. The transmit beamforming vectorsvo channel matrices is zero, i.€Pr[u; C V] = 0, Vi.
satisfying the conditions in (11) can be obtained by solvingQonsequently, this gives
the generalized eigenvalue probleas

R cl —
NN PR N Pr [det(U1) = 0] < ZPr u, C V] (15)
W =alln, W=l . P
[3] _ Blg W _ g (12) Thereferes can be ebtalned by ehr_mna‘ung the |nte_r—S|gnaI
=l V= 0‘1 3 space interference using a zero-forcing decoder, which is
where f;, f;, and f; are eigenvectors that correspond to SRl :U[R]’ly[R] + UlR T ylR) (16)

the maximum eigenvalues of matric sH[varlH[Rv?]), ngi
_ _ . The three network coded messal = Wy & Wy,

HIEAT HIES) | and (HIES T HIR 4]), respectively, and [R] (R] (1,2) ! 2
= Wy & Ws, andW( b = = W3 @& W, are then

[np 21 2] 3] [3] 4]
aj’, ai, az, o, oy anda;” are power normalization obtalned by applying the physical- Iayernetwork coding@N

coefficients. These coefficients are determined to satlsfy tmodulat|on demodulation mapping principlgl [8] into each
following conditions as symbol s/ via a signal dimension.

PiglRle 12— 2% R20e |12 During the BC phase (the second time slot), the relay
QHH fi ] QHH £ broadcasts three encrypted informatl’ﬂﬁjﬂ 9) = Wi e Wy,
[2] HH[R’Q]f H2 _ 04[3] HH[R,B]f H2 < [R] (R] A
2 = %1 ) 21 Ww(2,3) = Wy & W3, and WW(3 = = W3 @ Wy to all users
4
= o 31 using3 encoded symbolsg!™ . ¢} ¢!F!| along beamforming
[EIRgG)2 = o g ing3 encoded symbolggi™, b ¢} | along beamformi
7 [ 2 .
04[1] +a)l” < SNR, Vi, (13) vectors{ 7] V[2R]7V[3R:| This is denoted as follows:
where o) = ol = 0. [For example, if | HIRAE 12 <
2 .
|HR2f (12, we de&gmm = SNR/2. By doing soal?” < ZVR] Hi=1,2.3. 17)
SNR/2. In addition, if |HE28)12 < |HIESE)2, we also
design a[Q] = SNR/2. Therefore Juser 2 can satisfy theThe received signal at usércan be expressed as
transmit power constrainb;1 + a[Q] < SNR. In a similar ylil = HEEE 4l
way, all power normalizing coefﬂments can be calculated so 3
that the output magnitude of two vectors on the same signal = HIA ZVER] g™ 4 nll,
dimension of the relay are the same while satisfying the
transmit power constraint of all users. = QIHIgH 4 nld (18)

As the result, the received signal at the relay in (10) become
where Q[*! denotes the effect|ve channel from the relay to

$1+ 82 7 _ [ [R] [R] [R]}
- [ wou us } ss+ss | +nf (14) useri, andq'™ = |¢;7 7, q5 ", g5 . In this caee, to detect the
s3 + 84 symbolq!®¥ at useri, the effective channeQ"# should be
_ UlRIgIR] 4 plRl invertible. T}gis cgndition is guaranteed if the precodinatrix
viEl = [y GIF GIF has the rank o due to the fact
whereu;, = H®y [1] = HIF 2]V[Q], up = H[ 2 [22] = that the rank of the product of two square matridesind B
HE3VE and ug = H[R vl = H[R 4yl In (14), cannot exceed the smallest rank of the multiplicand marice

U7l denotes the effectlve channel matrix. At this point, iiln other words, all effective channeR[“#, i = {1,2,3}



TABLE | : ) .
THE SUM OF ACHIEVABLE DEGREES OF FREEDOM WHENK — 4. in the message exchange via relay to decipher the messages, a

the users who take part have the key to crack the network code
[_Scheme [ Sum of degrees of freedom)( [ Number of antennasi) | chain. Therefore, due to the absence of knowledge regarding

TDMA KT; =3 K-1=3 a certain key, the eavesdropper cannot decode any message. |
Proposed 2 =2 K-1=3 indicates that the proposed scheme is robust in terms of the
message security.
have full rank if V&l has the3 rank, as all downlink channels IV. CONCLUSIONS

from the relay to the users almost likely have the raniBof  In the MIMO Gaussiank -way relay channel, we proposed
Therefore, the conclusion is that all users are able to tleta¢ encoding and decoding strategies inspired from cryptog-
q!® by zero-forcing detection, which nulls out the inter-signaaphy. It involvessignal space alignment for an encryption
space interference. For usirthe detected signal is messageand zero forcing combined with successive network
e R code decodingUsing this encoding decoding scheme, it was
¥ = QI Tyl 4 QI Tt (19)  shown that t?]e prgoposed scher?we can a?:hieve the higher
After detection q'F), each user decodes the messag9§grees of freedom as compared with that of TDMA scheme.
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