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Abstract

In this paper a Time Division Multiple Access (TDMA) basedridam Access (RA) channel with Successive Interference
Cancellation (SIC) is considered for a finite user poputatmd reliable retransmission mechanism on the basis ofeGtioh
Resolution Diversity Slotted ALOHA (CRDSA). A general mathatical model based on Markov Chains is derived which makes
it possible to predict the stability regions of SIC-RA chals) the expected delays in equilibrium and the selectiopacAmeters
for a stable channel configuration. Furthermore the modables the estimation of the average time before reachinghiitisy.

The presented model is verified against simulations and ricah@esults are provided for comparison of the stabilifyCRDSA
versus the stability of traditional Slotted ALOHA (SA). Timeesented results show that CRDSA has not only a high gain ove
SA in terms of throughput but also in its stability.

I. INTRODUCTION

While the application of RA techniques for data transmissics appealing in many application scenarios such as sensor
networks, signalling or unpredictable and bursty low duggle user traffic, often concerns are expressed about thations
in terms of spectral efficiency and the risk of RA channelabdity, leading to a zero throughput and a correspondingipite
transmission delay. While recently significant improvetsesf the spectral efficiency have been achieved by intragu&iC
and coding techniques (e.g. [1], [2] and [3]), the stabibiBhaviour of these new schemes has not been fully analyzethye
[4] a first analysis of the stability of CRDSA as SIC represéime was done and a mathematical model for the prediction of
the channel stability was derived, which is used as baséinthe work presented in this paper and therefore recaiieithe
following.

The source of channel instability in a RA channel is the rataccurrence of collisions among the packet transmissimh a
the presence of mechanisms which attempt the retransmis§itost packets. In principle collided packets could bepim
discarded, but doing so would adversely affect the Qualftyservice (QoS) experienced by the user or may be entirely
unacceptable for critical signalling information, suchl@ag-on messages. RA schemes thus usually attempt to ratitatine
lost packets, either until they are successfully receivedrtil a maximum number of retransmissions has been readhed
order to make retransmissions possible, the users needdivedeedback whether their transmission attempt wasessgad,
e.g., by means of acknowledgements. The instantaneousgtpat of the RA channe$(G) is then dependent on the total
load G, being the sum of the load due to new transmissiGiasand the load due to retransmissiofig. In this sense the
RA channel forms a feedback loop as is illustrated in Fig.tls bn inherent property of closed-loop feedback systehs, t
the feedback can lead to amplifying self-excitation. Hévis tesults in an increase of the overall load due to the wmahdit
retransmissions.

The throughput curves of ALOHA, SA [5], and CRDSA [1] all hawvecommon that for increasing loa@ the throughput
S(G) first increases until reaching a maximum throughpyt,... For further increasing load$(G) decreases again and
asymptotically approaches zero.

If due to retransmission attempts of lost packets the totad lexceeds a critical threshold, then even more packetsierpe
a collision and get lost, resulting in an even higher retr@iasion load. In the end the channel is driven into total rsdion in
the area of having very high load and very low throughput.éduce this amplification effect a retransmission strategysed,
which shall limit the load due to retransmissions and redheerisk of getting more collisions (see Fig. 1). Many diffet
retransmission strategies that try to achieve this goakiaog/n from literature. In [6] the selection of the time ofraismission
with uniform probability within a parameterizable intehvac [0, ..., K] is proposed. In [5] a strategy is described where the
decision for a retransmission attempt is taken with a pridibalp,. in every slot (for SA) resulting in a geometric distributidn
[7] the selection of the retransmission time from an intemwaich grows exponentially with every collision (Binarkgonential
Backoff), is proposed. Finally the so calleglitting algorithms(see e.g., [5], [8]) iteratively split the set of collidedeus
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into two sets and stabilize the system this way. Furtherrwoedifferent types of user population are distinguistfedte and
infinite user populations. For a finite user population, every usarekperienced a collision is backlogged, which means that
he is not generating any new traffic until the collided padiat been successfully transmitted. The infinite user ptipalan

the other hand refers to either an infinite number of users farite number of users that generate new traffic indepengentl
of whether another retransmission is still pending or 'n@thile some retransmission strategies assume a visibifitthe
channel activities by all users, here we assume that eveyhas no instant visibility of other users activity (as is tase

in satellite systems with directive links and long propamatdelays) and only receives feedback about the successsof h
own transmission attempt from the receiving end system. rEfi@nsmission mechanisms using a uniform and geometric
retransmission probability have in common that the prdiighif retransmission is a fixed parameter and does not ahang
dynamically. For the binary exponential backoff and trekttapg algorithm, the actual retransmission probabilityay change
over time dependent on the situation. In the remainder &f paper the focus is on a geometrically distributed retrésson
mechanism, since it was shown in [9] that the channel perdiogea of SA is mainly dependent on the average retransmission
delay and largely independent of the retransmission piibityadistribution.

II. REVIEW OF SIC-BASED RANDOM ACCESSTECHNIQUES

Over the last years the recently regained popularity of RAestes resulted in the definition of new RA protocols. In
particular a recent enhancement of the SA protocol, namedS2ZR[1], [10], using SIC techniques over a set of slots (dedot
frame) to improve the throughput and Packet Loss Rate (PleRawour of SA, has been studied showing an impressive gain
over SA increasing the maximum throughput fré¥p,q, 54 = 0.365—’& to Spaw,cRDSA = 0.555—’2@. Up to now however
the consequences for the system stability of this new acsgssme have not been analyzed yet. The fundamental concept
of CRDSA is to generate a replica burst for every transmis&iorst within a set ofVg slots, called frame, see also Fig.

2. While the generation of a redundant copy of a burst is ainmid previous proposals such as Diversity Slotted ALOHA
(DSA) [11], the fundamental difference here is that evergsbaontains a pointer to the location of its replica. In casgean
replica arrives, meaning that the burst could be decodedrecelved successfully, the channel is estimated from it thed
interference that this burst introduces to other usersrigwed for all replica-burst locations.

In the example in Fig. 2 the first burst of user 1 is receivedcsssfully since not interfered. As consequence of the SIC
process, the interference that the replica of user 1 intreslio the second burst of user 2 is removed so that this blirst o
user 2 can be decoded in the next round. This process is gratively repeated. In the example in Fig. 2 all replicas loan
recovered this way.

A. Characterization of the Packet Loss Rate in CRDSA

For classical SA, the necessary condition to have a suetdessfeption is that only a single transmission must occua in
timeslot, otherwise the burst is lost. Let us denoteMjythe total user population of the system gndthe probability that
a user attempts a transmission in a time slot, then the pilapahat a user successfully receives a packet ggts. sa =
po - (1 — po)™~1L. Increasing the overall number of usel§ — oo, the totally transmitted packets can be modeled as
Poisson process with arrival rake[12]. The probability for a successful transmission thesufes in the well known equation
Dsuce,5A = A+ Tp - e M, whereasl}, denotes the slot duration. This simple closed form expoesisi conveniently suited to
describe the throughput surfaces, which are used for tidigtanvestigation done e.g., by Kleinrock [13]. The poeditions
in CRDSA are however different due to the iterative SIC psscé\s was shown by Liva in [2] and [14], the SIC process can
be interpreted as an erasure decoding process in a bipgndipd, such as for Low Density Parity Check Codes (LDPC) sode
[15]. For this purpose, every slot in a frame is represented sum nodeand every transmitted burst bylarst node The
edges in the graph then connect the burst nodes to the suns.nod@] an expression for the average erasure probakbkilitie
for every iteration are derived for the asymptotic case @hitely long frames, resulting in an upper bound of the achixde
throughput. An expression for neither the exact nor the apyererasure probabilities in a non-asymptotic case withefini
frame lengths however can be expressed accurately by tlmsel® or another closed form expression. For this reason the
stability analysis in this work relies on simulated CRDSAcket success probabilities and throughput for the case dhga
one additional replica (degrek= 2), a frame consisting oiVg = 100 slots and a limitation of the number of SIC iterations
to 1,4 = 10. The presented framework is however flexible to be used akfarebther configurations of CRDSA, always
requiring only that the average throughput curve is known.

B. Stability Definition

The issue of stability in RA systems was already identifiethi very early days of the ALOHA proposal. Abramson [16]
and Roberts [17] both addressed this issue for plain ALOHferAthe evolution of ALOHA towards SA, many publications
have dealt with the investigation of the stability behaviotiSA, for instance [5], [18], [12] and [13]. Stability is oumonly

1Generating a new transmission in addition to a retransorissan be also seen as two users, one retransmitting, orsriting new data. Since the
generation of new transmissions is not bounded, the usarlgtamn can also grow to infinity.



defined as the ability of a system to maintain equilibrium eturn to the initial state after experiencing a distortibonthe
context of RA, the ternstability is used in different ways in literature. In the definition gfivby Abramson in [16], the
ALOHA channel was defined instable if the average numbertodinemissions becomes unbounded. Within [5] a channel was
defined stable if the expected delay per packet is finite.nféek defined in [13] a channel as stable if the SA equilibrium
contour (i.e., throughput is equal to the channel input)rst@ontangentially intersected by the load line in exaothg place.

In the strict mathematical definition of stability of autanous systems, this corresponds to a sufficient conditiora fgiobal
equilibrium point. In the terminology used by Kleinrock, & $hannel is instable if the load line intersects the eqtiilim
contour in more than one point. In the mathematical sensethbEn the system can have a locally stable equilibrium point
so the definition of stability by Kleinrock refers to the eribn of having a single globally stable equilibrium poifri. the
remainder of this work, the definitions given in [13] are ¢olled also here, meaning that a channel is denoted as stable if
has a single globally stable equilibrium point and instadtleerwise.

IIl. STABILITY IN CRDSA

Within this section, the derivation of a Markov model for aitBnuser population is described and the mathematical
formulations for throughput and drift are derived, whichinfothe core of the stability framework presented afterwaidss
section concludes with a stability analysis for a represtarg CRDSA configuration.

Let the RA channel under consideration be populated by d ¢dtd/ users (finite user population). Every user resides
either in a so calledresh (F)state orbacklogged (B)tate. In the beginning all/ users are in statE. Every user in state
F attempts a new transmission in the current frame with pritibaly,. It is further assumed that all users receive feedback
about the success of their transmission at the end of a framoase the transmission attempt was successful, the usainge
in stateF. In case a packet is lost, the user enters dat& user in stateB attempts a retransmission of the lost packet with
probability p,- in the current frame. In case the retransmission is suadetbef user then returns to stdte otherwise the user
remains in stat®. Let X!, denote the number of users in statec {F, B} in framel, then the discrete-time Markov chain can
be fully described by eithek';, or X!, since both are connected B, = M — XL In the following X, is chosen as the
Markov state variable. Given the initial sta¥?, = 0 and the state transition probabilify(z’|z), which is the probability to
move within one frame from backlog stateto statex’, the Markov chain is then fully described. One major differe to the
SA analysis done by Kleinrock is that the backlog state forcaA at maximum decrease by 1 user per slot (otherwise there
would be a collision), while the backlog stales; for CRDSA can decrease 1Y, ..., X ] in a frame. Since no closed form
expression for the success probability of a user in CRDSA@ak in literature, the probability v 1...(7, v) is introduced,
which is the probability that out of users who attempt a transmission in the frame exacthgers are successful. The success
probability ¢ is dependent on the CRDSA configuration, consisting of tpetigon degreel, the number of slots in the frame
N, and the maximum number of iteratioiis ... Here, this probability was derived numerically by simidas and averaging
over the results for every offered lo&d For sake of simplicity, the subscripts will be omitted ire tfollowing, usingg(r, v).
When changing state, le; be a random variable denoting the number of successfulrigs®ns in framd, p; a random
variable denoting the number of fresh transmission atteriypthe frame angh; the number of retransmission attempts in a
frame.

Let F'S; denote the number of fresh users, which transmit succéssfuframe [. Let F'U; be the number of fresh users
who attempted a transmission but were unsuccessful. Inahe svay,B.S; denominates all backlogged users who attempt
a retransmission and were successful &d those backlogged users, whose retransmission attempt ngaceessful. The
following equations (1)-(3) can be derived:

o1 = FS + FU, (1)
pi = BS| + BU,, @)
v = FS; + BS;. ()
The joint probability mass function, conditioned on stafé= xp is then given by Eq. (4).
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2|t should be noted that idle users have no relevance here $i®y neither change the size of the s&ts and X nor do they generate load which
impacts the transmission performance.



With Egs. (1)-(3) the change in number of backlogged usetsy; = xp ;11 — x5, = 2’5 —xp = FU — BS can be easily
reformulated into:

v=9p+ap—p ®)
The state transition probabiliti?(z’;|x5) can then be formulated by combining (4) and (5) into (6):
P(aplrp) =
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With (6) in principle the entire Markov chain can be desadilwéth all its transition probabilities. In practice the cputational
cost of computing all transition probabilities is howeveoenous, mainly due to the nested summations over a larggeran
of possible values fop and p. To avoid this computational complexity, the stability Bs#s in the following makes use of
a drift analysis, in reminiscence of [13] and [19]. The chaund the backlog state forms a differential equation, wheitba
drift corresponds to the change of the state variakje= ﬁ—f. For the drift analysis the change in backleg over time is
analyzed in the following and the stability of the equiliom points is computed by using the tools known from diffeiant
calculus. In the style of [19] and [20], the drift is here definas the expectation of the change of the backlog Statdrame

by frame as given by:

d(zp) =dp = E{X5"' - X5 | XL} =
= (@5 —zp)- Pl | wp). (7)

whereas/{.} denotes the expectation valig,,{ f(z)} = >_ f(z) - p(z|y).
With (5) and (6) this can be reformulated into:
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whereasd denotes the random variable taking the valyeand Y the random variable taking the values
From (4) it is clear thaty is binomial distributed so:

E{®} = (M —zp) - po. 9)

The second expectation valdg{ T} is related to the throughpui(zz) of the system by (10), i.e., the expected number of
successful packets per slot in frarhe

S(ap) = NLSE{T} -
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The expected throughpui(x) can also be expressed via the average success probabjlity), i.e. the probability of a
successful transmission in a frame when attempiirtgansmissions:

S(zp) = [(M —zp)po + xppr] - Ps(M — x5)po + xBDr ). (11)



With (9), (10) and (11) the driftlz becomes:
dB:(M—mB)'pQ—Ns-S(l’B). (12)

With (12) it is now possible to fully describe the stabilitf the CRDSA system for the case of having a user populatigra
probability pg of fresh users generating new packets and a retransmisgbprobability of p,.. Intuitively, the drift represents
the tendency of the system to change over time and gives tketidin of change of the backlog size. This means that for
positive drifts the size of the backlog tends to increaseipy(i.e., more users experience lost packets and get bacldpgge
For negative drifts, the length of backlog decreases, whielans that backlogged users successfully retransmit anfdegé
again. A drift of O corresponds to an equilibrium point, whimay be locally stable or instable. Fig. 3 shows the dynamics
of the channel with the drift-backlog surface for the scemar = 500, p, = 0.78 and for varyingpy. The surface can be
classified into three different areas: In the first arealfet pg < 0.01 the drift-backlog-surface does not intersect the zerti-dri
plane and gets the tangent plane for= 0.01. In the second area far.01 < py < 0.11 the drift-backlog-surface intersects
the zero-drift plane in three equilibrium points. In thertharea for0.11 < pg < 1 the drift-backlog-surface intersects the
zero-drift plane in a single equilibrium point which is Ided at the saturation point where all or almost @&l users are
backlogged.

Fig. 4 shows the backlog drift of the three areas for threeasmtative values gfy, i.e. the intersection of the drift-backlog
surface from Fig. 3 with the plangs = {0.01,0.04,0.12}.

As can be seen here, the drift for the stable configurafigr(0.01) is always negative independent of the backlog staje
and approaches asymptotically a deft = 0, which means that the system always shows the tendency tr lihe current
backlog state until reaching the initial state. There isstbaly one equilibrium point (globally stable) close to théial state.

For the instable configuratiof.01 < pg = 0.04 < 0.11) it can be seen that after the initial equilibrium point @dg stable)
and the following area of negative drift (up ig; ~ 209) a second, locally instable equilibrium point is reached gat= 2009.
When reaching this point the system can either fall back theonegative drift region for:z < 209 or enter the region of
positive driftzp > 209. In the latter case the positive drift means that any movérteea higher backlog state (which is a
consequence of the positive drift) results in an acceldraterease in number of backlogged users. This behaviorpkesists
until reaching the third and final equilibrium point (logaltable) atrz ~ 500 = M. In this third equilibrium point now all or
almost all M users are backlogged and the system has reached the poiatxohom load and minimum throughput. In case
some of the users get unbacklogged, the drift is anywayipesind drives the channel back into the saturation. Whiteetts
a low probability that the channel returns in the high thiougt region, the probability is fairly small and it can be exfed
that a very long time passes before this happens. For théoaded configuratio.11 < py = 0.12 < 1.0 the drift-backlog
surface intersects the zero drift plane only once at theat@dn point where all or almost all/ users are backlogged. Since
there are no equilibria before and the drift is always pesjtit can be expected that the system moves straight toviaeds
saturation point after being started. An instable system ramain for some time in the desirable high throughput negibthe
operating point before getting instable and entering the tlroughput region around the saturation point. For anloaeled
configuration the channel moves directly to the saturatiointp

From this observation the conclusion can be drawn that fawengsystem configuratiof2 = {d, Ny, L., } the maximum
traffic generation probability, for which the system is still always stable is the one resglih a drift contour which intersects
the straight linedp = 0 at most once (Fig. 4). The resulting single equilibrium pagnthen locally and globally stable. For
all other cases the channel is instable (e.g., instable gumafiion withp, = 0.04 in Fig. 4), meaning that earlier or later
the backlog will increase into the total saturation poifitthe single equilibrium point coincides with the saturatipoint,
the system is overloaded. While it is - mathematically spapk also stable in this scenario (locally and globally ttab
equilibrium) it is in total saturation with very low throught and high delay. Since an operating point in this regionds
viable for a communication system, in the remainder of ttipgr stable refers only to having one equilibrium point ia th
high throughput region.

With this framework, it is now possible to predict the stapibf a channel with a certain set of parameters or to derive
a set of parameters for which the channel is guaranteed tdabéesIn [4] the validity of this model was verified against
simulations in different scenarios.

IV. AVERAGE DELAY

From the stability model defined in the previous section it & observed that the stability of a system with fixgd
benefits from a reduction of the retransmission probabijljityOr in other words a configuration which is instable can akvay
be stabilized by decreasing. This comes however at the cost of a higher delay since redwgcimeans increasing the average
time before attempting a retransmission. On the one hantvalerage delay (i.e. requiring. to be as high as possible) is
important for achieving a good QoS perception for the usarth@ other hand remaining stable is important for userfaation
as well, since an instable system will be driven into totalsgtion with asymptotically zero throughput and infinitelad,.

For a stable configuration however it is beneficial to hayg as small as possible. The retransmission probabhilitis thus
a design parameter which can be optimized to achieve a dslégnwaas possible while being selected high enough to ensure



a stable system operation. For this reason it is importadetove an analytical framework that makes it possible to pot®
the expected delay for a given system configuration in oradind the optimum choice for the design parametgre.g., to
minimize the delay while remaining stable, but also for yiting the maximum allowable packet generation probabilit

or the maximum allowable user populatidn which is treated in section V. While the stability model ded in the previous
sections provides the mathematical framework to deriveotrerall set of parameters for which the RA is stable, thidisac
deals with the computation of the expected delay for any Epammeters.

The analysis of SA in [13] followed the fundamental prineiplof Markov theory and derives the expected ddlayvia
Little’s theorem. According to this well known theorem, inerage number of packets in a queuing system in stable teamsli
is the product of the packet arrival rate and the averageldined in the queue. Applied to the stability analysis, th@ested
dwell time in the queue corresponds to the transmissionydBla of every packet (i.e. the time the packet remains in the
channel until it is successfully received). The average lmemof packets in the channel is given by the expected bad&hagth
N since every backlogged user has one pending transmissi@guilibrium the traffic arrival rate is equal to the serviage,
or in other words the channel throughgif is equal to the offered load'y. Following this analogy, the expected delay in a
random access channel computes with Little’s theorem to:

(13)
whereas

M
Sout = Z Sout(n7p0) . Pn

n=0

and P, is the probability of being in state. Similarly the expected backlog lengffi can be computed as:

N
N:ZnJDn.
n=1

As it has been shown in [13] by numerical simulations, theuealfor S, and N can be closely approximated by the
equilibrium point throughput, and backlog stateg, i.e. S,.: = Sy and N =~ ng. With this and (13) the expected deldy,

gets:
no

Dy = 2.
b S

(14)

In order to show that the approximations $f,; and N claimed by Kleinrock for SA are also valid in the case of CRDSA
the theoretical expectefd, and the measured delap;"™ have been compared for a representative CRDSA configuration
U = {M,po,pr.d, Ng, Imaz } = {200,0.9, g5, 2,100, 10}.

The channel is stable in this configuration with an equilibripoint atn, = 149.06 and an average throughput.8f = 0.46.

With (14) the expected delay gef$, = 324.04 slots= 3.2404 frames. The average delay obtained by simulationg;j§" =
328.64 slots= 3.2864 frames, which is fairly close t@, and thus confirms firstly that the approximation f&y,,, = Sp and

N = ng are also valid in the case of CRDSA, and secondly that theepted framework is suitable to estimate the average
delay for a given channel configuratidn

V. STABILITY COMPARISON OFSA AND CRDSAFOR STABLE CHANNELS

With the ability to compute the expected delay for a givenfignmation ¥, the stability of CRDSA can now be compared to
the stability of SA. The stability of SA was deeply investigd in [13]. The comparison of the two stabilities is of peautar
interest since CRDSA offers much higher throughput ratiss, far higher offered traffic loads but the question ariséetier
this gain comes at the cost of lower stability, or not. For panng the two RA schemes it needs to be ensured that the
conditions are comparable. For the stability and perforeaof the RA schemes a tradeoff exists between the total user
populatiord M, probability of traffic generatiop, for unbacklogged users (user activity) and retransmisgiobability p,. for
backlogged users. As it was explained earlier, the RA cHaona finite user population can always be stabilized by g
a low enough retransmission probabiljty. The selection ofp, on the other hand impacts the delay, as shown before, e.g.,
a lower value ofp,. will have a positive impact on the stability of the system tegults in longer delays. For comparing the
SA and CRDSA stability the following optimization criterean be chosen now:

1) Minimize the average dela®), for fixed user populatiod/ and fixed traffic generation probabiliy
2) Maximize the size of the user populatidn for fixed p, and average delayp,
3) Maximize the supported traffic generation probabifityfor fixed M and D,

SHere only finite user population scenarios are considered



In the following analysis of these three criteria, CRDSA figurations are specified by the sktwhereas the SA configurations
are denoted by the s&t= {M, py, p, }. It should be noted that the traffic generation probabijlifyrefers to the probability of
generating a packet in a transmission frame for CRDSA wiseitegefers to the probability of generating a packet in a time
slot for SA. To ensure a fair comparison among the two, i.avirig the same overall traffic generatign, for SA is chosen
to (15) in the following.
SA __ pgRDSA 15
O (15)

A. Comparison of Achievable Deldy,

The design parametey. impacts the stability of the system as well as the resultimyage delay. For a given user population
M and traffic generation probability, this forms an optimization problem of selecting the optimpifnwhich is low enough
to guarantee a stable operation of the channel, while itldhoeias high as possible at the same time to provide a low geera
delay. This optimization problem can be formulated for CRDS the following way:

pr = argmin Dy(¥,p,). (16)
pr€[0,...,1]
Fig. 5 illustrates this optimization problem. As it can besethe argument resulting in the minimum achievable detay f
CRDSA and configuratiod’ = {M = 400, py = 0.263, p,,d = 2, Ny = 100, I, = 10} gets:

Prcrpsa = argmin Dy(¥',p,) =5-1077
pr€[0...1]

and the resulting minimum average delay computes to:
v (pr = Prcrpsa =5+ 1077) = 3.68 frames= 368 slots

For SA and comparable configurati@ = {M = 400, p, = 2.63 - 1073, p,.} the optimization for the minimum achievable
delay results in the optimum retransmission probabjity, , = 2.5 - 10~2 and an average delay of:

Dy (pr = pi gy =2.5-107%) = 707 slots= 7.07 frames

While naturally the gain in terms of delay of the two differexchemes changes with the other configuration parameters in
¥ andZ, the results above show that in the given configuration CRRSA savel’8% of the delay compared to SA in same
conditions and guaranteeing a stable channel.

B. Comparison of Supported User Population

The second optimization criterion is to determine the maximuser populatiord/ which can be supported with the same
average transmission deldy, while guaranteeing the stability of the channel. Finding thaximum user populatioh/* for
achieving an average deldy? forms an implicit optimization problem ab,(p,, M) with side condition (17):

9(p, M) = Dy(p., M) — Dj) = 0. (17)

The solution of this optimization problem can be easily fowvith a Lagrange auxiliary function (18):

L(pNMv)‘) :Db(pTaM)+)‘[Db(p7aM) _Dg] (18)

The maximum supported user populatidfi* for retransmission probability; is then given simply by solving the set of
equations:
OL(pr,M,N)
Lo M.A) = | 2205y | g
VIO i | 7
N

resulting in the locus of tuplegM *(D}); p:(D}))) shown in Fig. 6 for SA with= = {M,2.63- 1073, p,.} and for different
values of D).

As it can be seen, the maximum user population, which can ppasted at a maximum delay dd? = 300 slots gets
M, = 250 for an optimump; ¢, = 6-1077.

Fig. 7 shows the solution of the same optimization problemdRDSA. The traffic generation probability was set to the
equivalent value§#”54 = 2.63- 10~ in order to get the comparable traffic generation probatali in SA, resulting in the
configuration¥ = {M,2.63- 10!, p,, 2,100, 10}. As it can be seen here, the joint optimization resultsipi ;55 , = 363
for a retransmission probability; -z ps4 = 0.06.

The comparison for this configuration shows that CRDSA caipstt 45% more users than SA while achieving the same
average delay and being also guaranteed stable.



C. Comparison of Supported Traffic Generation Probability

For the third optimization criterion, the user populatienfixed together with the average delay to be achieved while
guaranteeing at the same time that the channel remaine st optimization problem here is very similar to the poegi
one in section V-B and consists in finding the retransmispi@iability p;: for which the the traffic generation probability
is maximized for given user populatioW. Defining the Lagrange auxiliary function: (19)

L(pr,pos N) = Dy(pr, p0) + A\[Dy(pr, o) — D} (19)

and solving the set of equations given by:
\Y L(p7'7p05 )‘) = Q

provides the locus of optimum tuplég;, p;) shown in Fig. 8 for SA and in Fig. 9 for CRDSA and differebf.

As it can be seen by comparing SA and CRDSA for dX. = 350 slots, the traffic generation probability supported by
CRDSA is withpj ~rpga = 0.84 a factor 2.8 higher than the one for SA wii) g, = 3-107%. CRDSA thus allows users
to generate traffic with a 2.8 times higher traffic generapoobability than SA.

V1. AVERAGE TIME BEFORE FAILURE FORCRDSA

The previous sections were focused on the investigatiotadles channels. In many application scenarios instalitiy be
acceptable if the time before getting instable is only sigfitty high. In stable channel conditions, the performacmmparison
of RA schemes could be done by comparing the minimum achievddlay D;, the maximum number of supported users
M or the maximum traffic generation probabilipy. But for an instable channel configuration, these critebandt apply
anymore. In an instable channel the operating point willhssmr later reach the locally stable but undesired equilibrpoint
ng in the low throughput region, which can also coincide witk tbtal saturation point, where all users are backlogged and
the delayD, grows to infinity. Also the maximum user populatidd or maximum traffic generation probability, are no
suitable measures. In an instable chandéland/orp, can grow arbitrarily while the channel will always remairstiable.
What changes is the time to reaeh which will be shorter with growing/ and py. With this in mind, the average time
before the channel enters the instable region for the first ttan be used as a suitable measure for comparing the behavio
of different RA schemes in instability.
Once the undesired operating pointin the high load/low throughput area is entered, the chamagl remain there potentially
for a very long time (unless it is being reset). There is onlyesy small, but non-zero, probability to get out of this usided
operating point which depends on the configurationAs explained and shown in section lll an instable systemthese
operating points, two of them locally stable and one locaistable. Among the two locally stable ones, one reside$ién t
low load area (desired operating point) whereas the otheresides in the high-load/low throughput region (i.e. gimber
or all users backlogged). When in the locally instable ofyegapoint, the system has a chance to fall back into the é@sir
region but the same chance to enter the undesired regioimgeng in the low throughput operating point. In the SA analys
done by Kleinrock [13], this instable operating point iscatfenoted as the critical system state A measure for comparing
the stability of different RA channels is then the averagestbefore the critical state. is reached for the first time, assuming
further that the system will fall into the low throughput ieg, oncen. is reached. In the Markov chain representation, the
staten. + 1 = n, is modeled as an absorbing state in order to simplify theyéical analysis. It should be noted that this is
clearly only a model since in a real system the probabilityeaiving the high backlog state is non-zero, while it getozer
when using an absorbing state. In this work the focus is omlgiarive the time until the system is entering the instatdgéest
for the first time without looking at the time until it woulddee the instability region again. The average first entryetifi
into state: can be expressed recursively by

Ti=1+)Y p;-T; (20)
whereagp;; denotes the state transition probability from state state;
pij = Prob [Nt-H — j|Nt - z} = Dapal, =

M—I‘B [ —
=Z( )-paﬂ-a—po)M ad
s,t ¥

B P zp—p
Dy 17p7“ :
(p) ( )
q(o+pp+ap—17p) (21)

For the computation of the First Entry Times (FET), it is nofarderest to know the average time until reaching the altic
staten,. for the first time when starting from the initial stat§ = 0, i.e., TTO"‘. The recursive formulation in (20) yields a set



of linear equations:

TO 1 Poo Po1 --- Pon, Ty
T 1 P10 T

. =1|.|+ . : .
Tnc 1 Pn.0 Pnene Tnc

which can be expressed in matrix vector notation by Eq. (22)
t=e+P-t (22)
wherease is the unity vector. The vector of interest with all the FE®s évery state gets then
t=1I-P) "-e (23)

with I being the identity matrix and the unity vector. For the stability measure of the channelehtry of interest is the first
entry int which represents the timﬁgc to reachn, starting from the initial statep = 0.

A. Validation of the Model

In order to illustrate the validity of the derived model, thearkov state transition matrix and the FET is computed for a
representative example here. The considered scenaig is {300, 0.19, 0.7, 2, 100, 10} which was chosen to result in an
instable CRDSA channel with equilibrium pointsraf = 20 (locally stable desired operating point), = 40 (locally instable
equilibrium) andn, = 247 (locally stable undesired operating point). Sincg= n. + 1 is an absorbing state it is sufficient
to compute the Markov state transition probabilities in thege of states fron0...n,]. Fig. 10 and 11 show the computed
and simulated Markov state transition matBxfor .

As it can be seen from the two graphs, the transition probigsilresulting from the simulations match very well witteth
ones derived by numerical computation.

By solving the set of linear equations from (23), the comgWRET time in this example results RET,,,,, = 14.57 frames,
where the average simulative FET reacltéET;,, = 13.59 frames, which is very close to the expected FET derived by
computation.

VIl. FET cCOMPARISON BETWEENCRDSAAND SA

For a fair comparison between the FET of CRDSA and SA, cordigpms need to be selected which have the same initial
conditions, i.e., the same user populatithand traffic generation probabilityy,. The average delay, cannot be used here
since the average deldy, is infinite for an instable channel by definition as the chamvi enter the saturation point with
close to zero throughput.

A difficulty here consists in the fact that for an instable CRDconfiguration, the SA channel is getting overloaded.

On the other hand an instable SA configuration for which tlegeilibria exist results in a CRDSA configuration which is
stable so no FET can be computed.

Fig. 12 shows the FET times for different configurations of B3R and SA for a user population dff = 500.

As it can be seen, the FET for CRDSA apff P54 = 10~! is up to a factor 20 higher than for the equivalent SA
configuration. It should be noted that SA is already in owvaidor apg# = 10~3. For this reason the SA FET curve does
not show the time until reaching the critical statg but the time until reaching the saturation point instead.

Fig. 12 furthermore shows the FET curve for CRDSA until réaghthe saturation point,. The FETs for this curve are
slightly higher than forn. as could be expected. This result also confirms the assumpgicompute the FET times by
modelingn,. as an absorbing state instead of computing the full Markairchp tons, since once. is reached alsa, is
reached very fast. The SA curve in Fig. 12 could arise the @sgion that the FET curve is flat and has a qualitatively whffe
shape than the CRDSA curve. This is actually not the case hmﬁﬁ“ for p, = 0.5 is indeed higher than fop, = 0.9 with
a value ofTy°(p, = 0.5) = 6809.04 slots andT° (p, = 0.9) = 6798.45 slots. In this configuration the SA channel is already
so overloaded that also a large decrease of the retranemigibabilityp,, does not have a significant impact anymore. Once
the traffic generation probability;“ is lowered, the impact of, gets more visible as it can be seen from the last curve in
Fig. 12, which was computed fgi5* = 3.57-10~*. Also for this lowerp$* the T, is much lower than for CRDSA with a
higherp§ PS4 = 10~1, showing that for an instable configuration CRDSA is rem@jnstable much longer than SA.

VIIl. SUMMARY AND CONCLUSIONS

In this paper, a theoretical model for the stability of CRD&4 representant for SIC RA schemes was developed. With
this model it is possible to draw qualitative and quantr&ttonclusions about the stability of the communicationnceh
The presented framework enables the estimation of the g@eatelays experienced in stable channel configurationssittixde
CRDSA and SA RA channels were optimized for achieving a mimmudelay, maximizing the user population while achieving
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a delay target or deriving the maximum traffic generatiorbphulity for a given user population and delay target forethihe
channel is stable. Numerical results were presented wHiolv a direct comparison of the performance of CRDSA and SA.
These results have shown that CRDSA does not only providglehthroughput and lower PLR than SA but is also capable
to achieve lower delays and higher user population anddrgéneration probabilities than SA while being stable. yrihe
stability framework was extended towards instable chanoefigurations of CRDSA and makes possible to predict theagee
time before reaching instability. The derived model for Ci¥Dwas validated against simulations and the stability biela

of CRDSA was compared to the one of SA for instable channdko Aere CRDSA showed a much better performance by
reaching way higher average times before failure than SAidgs the analysis of the stability behaviour of a chanina, t
presented framework enables the computation of the opticesign parameters, in particular for which the channel either
remains guaranteed stable while minimizing the averagaydal thep, for an instable channel, which results in the desired
FET time.
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