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Abstract
Detecting social bots has evolved into a pivotal
yet intricate task, aimed at combating the dissem-
ination of misinformation and preserving the au-
thenticity of online interactions. While earlier
graph-based approaches, which leverage topolog-
ical structure of social networks, yielded notable
outcomes, they overlooked the inherent dynamicity
of social networks – In reality, they largely depicted
the social network as a static graph and solely relied
on its most recent state. Due to the absence of dy-
namicity modeling, such approaches are vulnerable
to evasion, particularly when advanced social bots
interact with other users to camouflage identities
and escape detection. To tackle these challenges,
we propose BotDGT, a novel framework that not
only considers the topological structure, but also
effectively incorporates dynamic nature of social
network. Specifically, we characterize a social net-
work as a dynamic graph. A structural module is
employed to acquire topological information from
each historical snapshot. Additionally, a temporal
module is proposed to integrate historical context
and model the evolving behavior patterns exhibited
by social bots and legitimate users. Experimen-
tal results demonstrate the superiority of BotDGT
against the leading methods that neglected the dy-
namic nature of social networks in terms of accu-
racy, recall, and F1-score.

1 Introduction
As social networks become integrated into people’s daily rou-
tines, there is a prevalent occurrence of program-controlled
bots masquerading as legitimate users for malicious pur-
poses [Subrahmanian et al., 2016]. Social bots engage
in detrimental activities such as propagating misinforma-
tion [Varol et al., 2017; Gao et al., 2023], manipulating pub-
lic opinion [Cui et al., 2020], interfering in elections [Rossi et
al., 2020] and promoting extremist ideologies [Ferrara et al.,
2016]. It is therefore imperative to effectively detect social
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Figure 1: Dynamic nature of social network
bots to mitigate the detrimental societal and economic impact
and to preserve the integrity of social network information.

Traditional techniques for bot detection are largely based
on features, requiring extraction of either numerical fea-
ture from user information [Yang et al., 2013] or semantic
features from textual information [Wei and Nguyen, 2019;
Dukić et al., 2020]. However, bot operators can often by-
pass bot detection through advanced countermeasures, which
is commonly referred to as bot evolution [Cresci, 2020]. In
fact, the detectability of the feature-based methods is vul-
nerable to imitation and evasion, as bot operators can ef-
fortlessly steal user information from legitimate users or
intersperse a few malicious messages with many neutral
ones [Feng et al., 2022b]. As a result, such methods are in-
accurate in spotting disguised social bots. With the advance-
ments in graph neural networks, some researchers employed
graph-based methods [Wu et al., 2023; Feng et al., 2022a;
Yang et al., 2023a] to identify the disguised social bots. They
typically assume that the network structure of social bots gen-
erally differs from that of legitimate users. For instance, so-
cial bots tend to have sparser connections and randomly select
users to interact with, whereas human beings prefer to con-
nect with others who share similar characteristics [Yang et al.,
2013]. These graph-based methods are among top performers
by leveraging the topological structure of social networks for
bot detection. However, most of the existing graph-based de-
tection methods interpret the social network as a static graph
and fail to acquire the dynamic nature of social networks. As
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shown in Figure 1, there still remain two intractable issues:
Deficiency in utilizing historical interaction graph con-

text. Similar to the case of evading detection from feature-
based methods by forging numerical or semantic features, the
ever-evolving social bots are meticulously engineered to in-
teract with legitimate users and mimic their network struc-
tures [Cresci, 2020] to escape graph-based detection. How-
ever, despite the structure of social network has changed, the
discrepancies in the previous interaction graph between so-
cial bots and benign users could reveal the deception of social
bots and uncover their true identity. Unfortunately, conven-
tional approaches upon static graphs solely rely on the last
state of the social network and overlook the valuable histori-
cal interaction graph context. Consequently, if the social bots
have already completed their disguise, it is challenging for
static graph based methods to distinguish benign users from
the evolved social bots.

Limitation of modeling evolving behavior patterns. So-
cial bots evolve over time, evading detection by dynamically
adapting their actions, strategies, or interaction patterns to
mimic legitimate users. In contrast, genuine users do not
require such adaptations and exhibit different evolution of
behavior patterns compared to social bots. Discovering the
evolving behavior patterns may enhance the effectiveness of
social network modeling [Liu et al., 2020]. Nevertheless,
static graph based methods fall short of modeling the distinct
evolving behavior patterns of social bots and legitimate users,
leading to erroneous results when conducting bot detection
tasks.

To overcome the limitations above, we propose a new
framework called BotDGT (Bot detection with Dynamic
Graph Transformers). The key insight is to introduce the dy-
namicity modeling of social network for bot detection. To this
end, BotDGT depicts a social network as a dynamic graph for
modeling historical interaction graph contexts and discern-
ing the evolving behavior patterns. Specifically, we inter-
pret users and interactions as nodes and edges, respectively,
to generate a batch of snapshots at a fixed time interval for
a given social network. A structural module that employs
message-passing mechanism is proposed to model the topo-
logical structure of each historical snapshot. Additionally, a
temporal module based on self-attention mechanism is further
employed to incorporate historical contexts and exploit the
distinct behavior patterns evolution exhibited by social bots
and legitimate users. Overall, our contributions are summa-
rized as follows:

• To the best of our knowledge, we are the first to characterize
a social network as a dynamic graph and effectively iden-
tify the ever-evolving social bots that disguise themselves
through adapting their behavior patterns.

• We introduce a novel bot detection framework to consider
both topological structure and the dynamic nature of social
networks to enhance the performance of bot detection.

• We conduct comprehensive experiments on two bench-
marks for bot detection, which demonstrates the superior
performance of BotDGT compared to the leading methods
in terms of accuracy, recall and F1-score. Further exper-
iments substantiate the effectiveness of incorporating the

dynamic nature of social networks for bot detection.

2 Preliminaries
2.1 Related Work
Social Bot Detection
Early methods for social bot detection are predominantly
feature-based. Researchers extracted numerical features from
user information and fed them into machine learning mod-
els for classification [Lee et al., 2011; Mazza et al., 2019;
Yang et al., 2020] or anomaly detection [Miller et al., 2014].
Some studies employed natural language processing tech-
niques to encode textual information, capturing semantic fea-
tures to enhance the feature-based methods [Hayawi et al.,
2022; Dukić et al., 2020; Yang et al., 2023b]. However,
newer generations of social bots may forge numerical fea-
tures or semantic features, either by stealing legitimate users’
information or interspersing malicious messages among be-
nign ones, to evade feature-based detection.

With the advancements in graph neural networks, some
graph-based methods leveraged the topological structure of
social networks for bot detection [Pham et al., 2022; Shi
et al., 2023; Peng et al., 2024; Zeng et al., 2024]. The
study [Ali Alhosseini et al., 2019] takes the first attempt to
introduce graph convolutional networks to aggregate user in-
formation from neighboring nodes for bot detection. Subse-
quent investigations modeled the heterogeneity of social net-
works and yielded leading performance [Feng et al., 2021b;
Feng et al., 2022a]. However, these methods interpreted
the social networks as static graphs and neglected the intrin-
sic dynamicity of real-world social networks, thereby falling
short of detecting evolving social bots that adapt strategies
to mimic legitimate users’ network structure [Cresci, 2020].
To this end, we build upon previous research and present a
dynamicity-aware bot detection framework. It incorporates
historical context and exploits the evolution of user behav-
ioral patterns, aiming at enhancing the performance of bot
detection.

Dynamic Graph Neural Network
Dynamic graphs capture temporal information through time-
based dimensions [Skarding et al., 2021; Peng et al., 2021].
Previous research in graph representation learning has pre-
dominantly concentrated on static scenarios, presuming fixed
topological structures. However, real-world graphs, includ-
ing social networks [Alvarez-Rodriguez et al., 2021; Wang et
al., 2021], exhibit continual evolution and dynamic charac-
teristics over time. Dynamic graph neural networks are de-
signed to capture this dynamic nature and are widely adopted
in various tasks, including link prediction [Xie et al., 2021;
Chen et al., 2022; Sankar et al., 2020; Zhang et al., 2023],
anomaly detection [Cai et al., 2021; Guo et al., 2022], and
node classification [Kim et al., 2022; Pareja et al., 2020;
Xu et al., 2020]. Drawing upon the previous works that em-
ployed recurrent neural networks [Chen et al., 2022; Zhou
et al., 2020] and attention mechanisms [Sankar et al., 2020;
Xu et al., 2020] to model dynamic graphs, we propose a novel
approach that utilizes a self-attention mechanism to leverage
the dynamic nature of social network, thereby enhancing the
effectiveness of bot detection.
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Figure 2: Overview of our proposed BotDGT framework.

2.2 Problem Definition
In this paper, we depict the social network as a dynamic graph
that changes over time and capture the dynamic nature of the
social network to improve the performance of the bot detec-
tion model. In this part, we first define the dynamic social
network and then formulate the problem.
Definition (Dynamic Social Network). A dynamic social net-
work is depicted as a graph G = {Gt1 , Gt2 , ..., GtN } with a
series of network snapshots over time. Gtk = (V tk , Etk)
represents the snapshot of a given social network graph at
the timestamp tk, where V tk , Etk are users and interactions
respectively observed at timestamp tk.

To align with the previous studies, we treat bot detection as
a binary classification problem, i.e., users are classified into
human (y = 0) or bot (y = 1). We formulate the problem of
bot detection in dynamic social networks as follows:
Problem (Bot Detection in Dynamic Social Network). Given
a dynamic social network G = {Gt1 , Gt2 , ..., GtN }, the
problem is to find an encoding function f : v → ŷ for each
node v ∈ V tk at the timestamp tk ∈ {t1, t2, ..., tN}, such
that ŷ approximates the ground truth y to maximize predic-
tion accuracy.

3 Methodology
As shown in Figure 2, BotDGT comprises two modules to
primarily capture the topological structure and dynamicity of
social networks. Specifically, we produce snapshots of the
social network at a certain time interval. For each snapshot,
the structural module aggregates the features of neighboring
nodes and generates temporary node representations contain-
ing the snapshot’s topology information. Additionally, the
temporal module integrates historical context and exploits
changes in behavior patterns over time. The resultant node
representations are subsequently utilized to differentiate so-
cial bots from genuine users.

3.1 Constructing a Dynamic Graph
We first construct a dynamic social network G =
{Gt1 , Gt2 , ..., GtN } at a specific time interval ∆t. We then

acquire the node representation using the information encod-
ing procedure established in the state-of-the-art techniques
from recent study [Feng et al., 2022a]. A fully-connected
layer is used to transform xtk

i , the feature of user i at times-
tamp tk, into the initial user vector htk,{0}

i :

h
tk,{0}
i = σ(WIx

tk
i + bI), (1)

where WI , bI are trainable parameters and σ(·) is a nonlinear
activation function.

3.2 Modeling Topological Structure
Upon generating a dynamic social network and initial user
vectors, we propose a structural module that leverages a
message-passing mechanism [Gilmer et al., 2017] to effec-
tively model the topological structure of each snapshot. This
structural module takes a snapshot Gtk = (V tk , Etk) and a
set of initial user vector

{
htk
i ,∀vi ∈ V tk

}
at timestamp tk as

input. The output includes a new set of temporary node rep-
resentations

{
stki ,∀vi ∈ V tk

}
, which captures the structural

information of the snapshot at tk.
Graph attention networks [Veličković et al., 2017] have

shown superior performance when tackling graph data, by
specifying different weights to different nodes within a neigh-
borhood. Inspired by the Transformer architecture [Vaswani
et al., 2017], we adopt a scaled dot-product attention mech-
anism for provisioning each node with the ability to learn
the importance of its neighbors within a particular snapshot.
Specifically, for a given a node pair (vi, vj) in snapshot Gtk ,
the attention weight can be calculated as such:

q
tk,{l}
i = W {l}

q · htk,{l}
i + b{l}q ,

k
tk,{l}
j = W

{l}
k · htk,{l}

j + b
{l}
k ,

α
tk,{l}
ij =

〈
q
tk,{l}
i ,k

tk,{l}
j

〉
∑

u∈N tk
(i)

〈
q
tk,{l}
i ,k

tk,{l}
u

〉 , (2)

where {l} denotes the l-th layer of structural module and N tk
(i)

denotes the neighborhood of node vi at the timestamp tk. The



initial user vector htk,{l}
i and h

tk,{l}
j are transformed into a

query vector qtk,{l}
i and a key vector ktk,{l}

j . The attention

weight αtk,{l}
ij , which indicates the contribution of node vj to

node vi at the snapshot Gtk , is calculated by the exponential
scale dot product function ⟨q, k⟩ = exp

(
qkT

√
d

)
, where d is the

input embedding dimension.
After obtaining the attention weight, we transform the ini-

tial user vector into a value vector and aggregate information
from the neighboring nodes of vi. A multi-head attention
mechanism is employed to capture diverse patterns and de-
pendencies in the topological structure of the social network:

v
tk,{l}
j = W {l}

v · htk,{l}
j + b{l}v ,

h
tk,{l+1}
i =

C

∥
c=1

σ

(∑
j∈N tk

(i)

(
α
tk,{l}
c,ij .v

tk,{l}
c,j

))
,

(3)

where ∥ represents the concatenation operation, αtk,{l}
c,ij de-

notes the attention weight computed by the c-th attention
head, and v

tk,{l}
c,j denotes the corresponding value vector.

It is worth noting that we stack L layers to allow nodes to
capture more distant and global dependencies in the topolog-
ical structure. The output of the last layer in the structural
module is denoted as s.

3.3 Acquiring Temporal Dynamicity
While BotDGT’s structural module can capture topologi-
cal information from static snapshots, it insufficiently lever-
ages historical context and fails to discover evolving behav-
ior patterns of social bots. Inspired by [Sankar et al., 2020;
Ying et al., 2021], we devise a self-attention based tempo-
ral module to further make use of the temporal characteris-
tics of social networks for bot detection. The temporal mod-
ule takes as inputs a sequence of temporary representations
of node vi at each timestamp, denoted as

{
st1i , st2i , ..., stNi

}
.

The module outputs a new sequence of user representations{
ẑt1
i , ẑt2

i , ..., ẑtN
i

}
, where ẑtk

i denotes the final representa-
tion that contains both topological and temporal feature of
node vi at tk.

Position Embedding Layer
Since the self-attention mechanism is unaware of the nodes’
ordering information, we introduce a position embedding
layer to accommodate temporal information in the sequence
that can effectively reflect the dynamic nature of social net-
works. We consider two categories of position embedding –
absolute temporal position embedding and evolving temporal
position embedding.

First, we embed the absolute temporal position [Gehring
et al., 2017] of each snapshot as a basis to capture ordering
information as follows:

ptk,AT = EAT (tk), (4)

where ptk,AT denotes the Absolute Temporal position em-
bedding for the timestamp tk and EAT denotes the trainable
absolute temporal position embedding parameter. Note that
the absolute temporal position embedding only relies on the
order of the snapshot, indicating that the nodes in the same

snapshot have the same absolute temporal position embed-
ding, i.e., the absolute temporal position embedding is inde-
pendent of the nodes’ features.

Second, we embed two crucial temporal signals: the lo-
cal clustering coefficient and bidirectional links ratio. These
signals have demonstrated their utility in countering the dis-
guised social bots [Yang et al., 2013] and could reveal the
evolving behavior patterns over time.

• Local Clustering Coefficient (LCC): it measures the de-
gree to which a node’s neighbors are interconnected. Genuine
users typically engage with acquaintances (e.g., friends, fam-
ily members, and colleagues) who have similar connections
and thus form closely-knit communities. By contrast, social
bots are usually associated with randomly selected neighbors
who lack close connectivity, which results in reduced clus-
tering coefficients when compared with legitimate users. The
position embedding of the local clustering coefficient is cal-
culated as follows:

LCC(vtki ) =
2 ∗ |etkvi |

ktkvi ∗ (ktkvi − 1)
, ptk,LCC

i = ELCC(LCC(vtki )),

(5)
where |etkvi | is the number of edges between neighbors of node
vi at the timestamp tk, ktkvi

is the sum of the indegree and
outdegree of node vi at tk.

• Bidirectional Links Ratio (BLR): it is a metric in so-
cial network analysis to assess the reciprocity between an ac-
count and its followings [Yang et al., 2013]. A bidirectional
link appears when two accounts mutually follow each other.
This metric proves particularly useful in distinguishing be-
tween genuine users, who often own higher bidirectional link
counts due to reciprocal following acquaintances with mutual
follow-backs, and social bots, who exhibit lower bidirectional
link counts due to their indiscriminate following behavior and
lack of reciprocal connections. The position embedding of
the bidirectional links ratio is calculated as follows:

BLR(vtki ) =
Nblinks(v

tk
i )

Nfing(v
tk
i )

, ptk,BLR
i = EBLR(BLR(vtki )),

(6)
where Nblinks(v

tk
i ) and Nfing(v

tk
i ) denote the numbers of

bidirectional links and following interactions.
In summary, the integration of these two categories of posi-

tion embeddings enables the temporal module to capture es-
sential temporal insights from ordering information and the
evolving behavior patterns of social bots.

Temporal Attention Layer
The temporal attention layer starts from gathering the outputs
of the structural module and the position embedding layer:

ŝtki = stki + ptk,AT
i + ptk,LCC

i + ptk,BLR
i . (7)

Then we pack the representations of node vi together across
the timestamps, which is denoted as Ŝi ∈ RT×F . Finally we
perform multi-head temporal attention as follows:

Qi,Ki,Vi = ŜiWq, ŜiWk, ŜiWv,

Ẑi =
D

∥
d=1

softmax(
Qd,iK

T
d,i√

F
+Mask) · Vd,i,

(8)



where ∥ represents the concatenation operation, Q,K,V are
the queries, keys, and values transformed by trainable param-
eters W∗ ∈ RF×F respectively. Mask ∈ RT×T is a se-
quence mask matrix that makes sure the node at timestamp
tk only attends over its historical node representation. The
Mask is defined as follows:

Maskab =

{
0 if a ≥ b

−∞ otherwise
(9)

3.4 Learning and Optimization
The goal of BotDGT is to capture both the topological struc-
ture and the dynamic nature of social networks to classify the
accounts into legitimate user and social bots. We pass the
output of the temporal module into a linear layer and softmax
layer for bot detection:

ŷi = softmax(W2 · (σ(W1 · ẑi + b1)) + b2), (10)

where ŷi is the predicted output of node vi and ẑi is the rep-
resentation of node vi obtained by temporal module. Finally,
we define the objective function that utilizes a binary cross-
entropy function to classify node v into legitimate users and
social bots at each snapshot:

Loss =

N∑
k=1

∑
vi∈V tk

[yilog(ŷi) + (1− yi)log(1− ŷi)] ,

(11)
where N is the number of the snapshots, yi is the ground
truth label of node vi.

4 Experiments
In this section, we conduct extensive experiments on two
benchmark datasets to answer the following questions:

• RQ1: How does our framework perform in bot detection
compared to baseline methods?

• RQ2: What is the impact of removing individual architec-
tural components on the framework’s performance?

• RQ3: What is the significance of capturing the dynamic
nature of social networks for social bot detection?

4.1 Experimental Setup
Dataset
We conduct experiments on two comprehensive social bot
detection benchmark datasets (i.e., TwiBot-20 [Feng et al.,
2021a] and TwiBot-22 [Feng et al., 2022b]) collected from
Twitter. The datasets provide a wide range of entities and
relationships, spanning the period from the inception of Twit-
ter to the time of dataset creation, which supports our bot
detection framework to model the topological structure and
dynamic nature of social networks. It’s worth noting that
Twibot-22 suffers from a class imbalance issue, where the
number of humans is significantly larger than that of social
bots.

Baselines
We compare BotDGT with comprehensive social bot de-
tection methods categorized into two groups: feature-based
methods and graph-based methods. Our code is publicly
available on GitHub1.

Feature-based methods generally extract the numerical
features from user metadata or semantic features from textual
information to identify social bots, including:

• EvolveBot [Yang et al., 2013] designs robust features that
are expensive for bots to evade and utilizes machine learn-
ing classifiers to combat the evasion tactics of spammers.

• Varol et al. [Varol et al., 2017] extracts groups of features
from Twitter users and leverages random forest classifier to
identify Twitter bot.

• BotBuster [Ng and Carley, 2023] employs a mixture-of-
experts approach to process user metadata and textual in-
formation, thereby improving cross-platform bot detection.

• DeeProBot [Hayawi et al., 2022] extracts features from
the user account and leverages natural language process-
ing techniques to encode textual information to learn user
representations for bot detection.

• SGBot [Yang et al., 2020] is proposed to tackle the scal-
ability and generalization issues in social bot detection by
strategically selecting a subset of training data.

Graph-based methods generally interpret social networks
as graphs and leverage geometric deep learning for social bot
detection, including:

• GCN [Kipf and Welling, 2016] equally aggregates features
from neighbors and learns user representations, which are
then passed to a linear layer for classification.

• GAT [Veličković et al., 2017] leverages an attention mech-
anism to assign diverse weights to different neighboring
nodes, improving the learning of node representations.

• BotRGCN [Feng et al., 2021b] is designed to construct a
heterogeneous social network graph and employ relational
graph convolutional networks for bot detection.

• RGT [Feng et al., 2022a] utilizes graph transformers and
semantic attention to effectively model the heterogeneity of
social networks for bot detection.

4.2 Framework Performance (RQ1)
We evaluate our proposed social bot detection framework
along with several representative baselines on the two bench-
marks and present the results in Table 1. It is demonstrated
that graph-based methods, which treat the social network as
graphs, generally outperform feature-based methods. This
could be attributed to the feature-based methods are easily
circumvented by forging numerical or semantic features. The
results underscore the importance of capturing topological
structure of social networks for effective bot detection.

Our proposed BotDGT outperforms other static graph-
based baseline models, including the state-of-the-art static
graph model, in terms of accuracy, recall, and F1-score on

1https://github.com/Peien429/BotDGT



Table 1: Performance of different social bot detection methods on TwiBot-20 and TwiBot-22. We run each method five times and report the
average value as well as the standard deviation. The best and second-best results are highlighted with bold and underline.

Methods Dataset TwiBot-20 TwiBot-22

Metrics Accuracy F1-score Precision Recall Accuracy F1-score Precision Recall

feature-based

EvolveBot 65.83±0.63 69.75±0.50 66.93±0.60 72.81±0.41 71.09±0.03 14.09±0.08 56.38±0.04 8.04±0.05
Varol et al. 78.74±0.55 81.08±0.48 78.04±0.61 84.37±0.67 73.92±0.02 27.54±0.26 75.74±0.31 16.83±0.21
BotBuster 78.55±0.44 82.12±0.61 79.85±0.74 84.00±0.53 74.33±0.17 52.26±1.82 63.32±1.47 45.64±1.70
DeeProBot 73.14±0.01 77.05±0.02 71.61±0.01 83.50±0.04 76.50±0.07 24.74±0.08 80.00±0.27 14.99±0.05
SGBot 79.50±0.72 84.15±0.53 75.64±0.70 93.54±0.36 75.53±0.25 37.45±0.24 74.31±0.16 25.42±0.07

graph-based

GCN 83.51±0.56 84.81±0.42 84.60±1.26 85.05±0.94 77.83±0.96 52.16±3.46 71.83±1.12 45.77±2.25
GAT 85.04±0.38 86.65±0.61 83.69±1.23 89.94±1.65 78.65±0.19 55.86±1.38 71.24±0.80 46.04±2.17
BotRGCN 85.83±0.38 87.44±0.42 83.98±0.34 91.20±1.03 78.95±0.26 56.47±1.21 72.38±1.42 46.33±1.74
RGT 86.53±0.47 87.74±0.62 90.37±0.64 77.47±0.43 77.01±0.21 47.25±0.83 72.80±0.76 34.99±0.90

ours BotDGT 87.25±0.51 88.87±0.55 84.44±0.39 94.24±0.37 79.33±0.22 58.15±0.74 72.42±0.70 48.46±0.92

Table 2: Results of ablation study. SM and TM denote the structural
module and temporal module, respectively.

Ablation Settings TwiBot-20 TwiBot-22

Accuracy F1-score Accuracy F1-score

BotDGT 87.25±0.51 88.87±0.55 79.33±0.22 58.15±0.74
replace SM w/ GCN 86.28±0.35 87.87±0.33 79.28±0.05 57.14±1.11
replace SM w/ GAT 86.48±0.39 87.99±0.42 79.14±0.13 57.23±1.42
replace SM w/ RGCN 86.33±0.55 87.92±0.73 79.17±0.15 57.70±1.76
replace SM w/ RGT 86.22±0.20 87.64±0.24 79.28±0.05 57.24±1.30
w/o TM 85.72±0.21 86.99±0.39 78.64±0.12 55.23 ±1.17
w/o pAT in TM 86.42±0.40 88.13±0.54 79.23±0.12 56.51±0.54
w/o pLCC in TM 86.25±0.51 87.92±0.53 79.25±0.21 56.77±0.93
w/o pBLR in TM 86.56±0.22 88.08±0.24 79.29±0.15 56.84±0.98

both TwiBot-20 and Twibot-22 datasets. In comparison with
the architecture of previous static graph-based methods, Bot-
DGT not only leverages the topological structure of the social
network but also incorporates a temporal module that cap-
tures the dynamic nature of the social network. The superior
performance of BotDGT could be attributed to its ability to
capture the historical context of social networks and model
the behavior patterns of automated bots that may evolve over
time to evade detection, enabling better discrimination of so-
cial bots disguised as legitimate users by interacting with
other users. Further detailed analysis of the dynamicity mod-
eling is provided in Section 4.4.

4.3 Ablation Study (RQ2)
BotDGT comprises a structural module and a temporal mod-
ule, to generate node representations for social bot detection.
In this section, we conduct an ablation study on BotDGT by
removing or replacing one specific component at a time to as-
sess its significance. The components validated in this section
are the message-passing mechanism in the structural module,
the temporal module and the temporal position embeddings
within it. Experimental results of these ablation models on
TwiBot-20 and TwiBot-22 are shown in Table 2.

Effect of Structural Attention. In the structural module,
we propose a scaled dot-product attention mechanism that as-
signs diverse weights to different neighboring nodes for prop-
agating node messages and capturing topological structure
in each static snapshot. We replace the structural attention
with other static graph-based methods proposed to detect so-

cial bots, including GCN, GAT, BotRGCN, and RGT. The
observed performance degradation indicates that the scaled
dot-product structural attention better captures the underly-
ing topological structure for dynamicity modeling of social
network.

Effect of Temporal Module. The temporal module as-
sumes a pivotal role in modeling the dynamicity of social net-
works and the evolving behavior patterns of social bots. We
first assess the overall impact of the temporal module and then
evaluate the effect of position embeddings within the tempo-
ral module. The variant w/o TM removes the temporal mod-
ule of BotDGT, characterizing the social network as a static
graph. As shown in Table 2, the variant’s performance expe-
riences significant degradation when compared to the original
BotDGT architecture, which indicates the importance of in-
corporating temporal information for effective bot detection.
The temporal position embeddings are proposed to capture
the temporal information in the sequence. The variant w/o
pAT in TM confirms the effectiveness of capturing the order-
ing information of the time sequence. The variants w/o pAT

in TM and w/o pLCC in TM demonstrate the importance of
considering evolving behavior patterns. Overall, these results
confirm the crucial role of positional embeddings in effec-
tively modeling the dynamicity of social networks.

4.4 The significance of dynamicity modeling (RQ3)
To investigate the impact of exploiting the inherent dynam-
icity of social networks for bot detection, we enhance sev-
eral static graph-based baselines with the proposed tempo-
ral module and compare their performance before and after
this enhancement. The experimental results outlined in Ta-
ble 3 reveal that the majority of the graph-based baselines
with the temporal module integrated exhibit noticeable per-
formance improvement compared with their non-enhanced
counterparts.

Similar to BotDGT’s result, all of the enhanced graph-
based methods can achieve higher recall rates, indicating the
significance of capturing the dynamic nature of social net-
works in detecting disguised social bots. Notably, the graph-
based methods with the temporal module integrated experi-
ence a slight reduction in precision. We speculate that the
increased sensitivity to social bots derived from the tempo-



Table 3: Performance comparison between the original static graph-based baselines and the enhanced models with the proposed temporal
module. Bold indicates the improved model performance.

Dataset Metric Accuracy F1-score Precision Recall

Method Original Enhanced Original Enhanced Original Enhanced Original Enhanced

TwiBot-20

GCN 83.51±0.56 86.28±0.35 84.81±0.42 87.87±0.33 84.60±1.26 84.20±0.24 85.05±0.94 91.88±0.56
GAT 85.04±0.38 86.48±0.39 86.65±0.61 87.99±0.42 83.69±1.23 84.65±0.56 89.94±1.65 91.61±1.25
BotRGCN 85.83±0.38 86.33±0.55 87.44±0.42 87.92±0.73 83.98±0.34 83.95±0.74 91.20±1.03 91.77±1.02
RGT 86.53±0.47 86.22±0.20 87.74±0.62 87.64±0.24 90.37±0.64 84.00±0.26 77.47±0.43 91.61±0.79

TwiBot-22

GCN 77.83±0.96 79.28±0.05 52.16±3.46 57.14±1.11 71.83±1.12 71.10±1.44 45.77±2.25 47.82±2.16
GAT 78.65±0.19 79.14±0.13 55.86±1.38 57.23±1.42 71.24±0.80 71.45±2.00 46.04±2.17 48.77±2.87
BotRGCN 78.95±0.26 79.17±0.15 56.47±1.21 57.70±1.76 72.38±1.42 73.37±1.65 46.33±1.74 48.07±3.02
RGT 77.01±0.21 79.28±0.05 47.25±0.83 57.24±1.30 72.80±0.76 72.99±1.90 34.99±0.90 47.17±2.60

Figure 3: Framework perfor-
mance at various time intervals

Figure 4: Distribution of tempo-
ral attention weights

ral module might lead to a slight increase in false positives.
This observation also gives rise to a decrease in RGT’s F1-
score on the Twibot-20 dataset, which initially had the high-
est precision and the lowest recall rate. Nevertheless, there
is a notable improvement in F1-score for most graph-based
methods, which can reaffirm the importance of incorporating
the dynamic nature of social networks in bot detection.

5 Discussion
5.1 Granularity for Dynamicity Modeling
Different from the static graph-based approaches that rely on
the most recent snapshot, BotDGT integrates historical con-
text from multiple snapshots. During the process of graph
construction in BotDGT, we construct a series of snapshots
to depict the social network at a time interval ∆t, which
determines the granularity of the dynamic social network.
To explore how granularity affects dynamicity modeling, we
evaluate BotDGT with various time intervals on TwiBot-20.
The result, illustrated in Figure 3, shows that the model per-
formance initially improves as the granularity becomes finer
due to richer temporal information. However, a decline in
the model performance is observed when the granularity be-
comes finer than 12 months. We speculate that while setting
the granularity finer than 12 months provides more histori-
cal context and detailed evolving patterns, it also introduces
more noise and short-term fluctuations of the social network,
making it more challenging for the temporal module to learn
consistent patterns. Furthermore, the study [Cresci, 2020] has
found that the evolution of social bots is not very frequent, in-
dicating that social bots mostly don’t change their actions or
strategies within a short period of time. Therefore, exces-
sively fine granularity may not provide meaningful insights
into the evolving behavior patterns exhibited by social bots.

5.2 Temporal Attention for Dynamicity Modeling
To further explore how temporal attention affects the perfor-
mance of bot detection, we visualize the distribution of tem-
poral attention weights averaged over test nodes on TwiBot-
20 at the time interval of 12 months. In Figure 4, each row
represents the attention weight distribution of the snapshot at
tk over its historical snapshots at t1, · · · , tk−1. As shown in
Figure 4, BotDGT doesn’t assign uniform weight to historical
snapshots, indicating the different contributions of each snap-
shot for social bot detection. When predicting the most recent
snapshot of the dynamic social network, BotDGT assigns
more weight to the historical snapshots before 2015, rather
than focusing on the more recent ones. We speculate that the
reason is that advanced social bots evolved to change their
behavior patterns and interact with legitimate users around
2015, which is consistent with the rise of a third wave of bots
from 2016 onwards as described in the study [Cresci, 2020].
Thus, BotDGT is capable of adapting attention weight distri-
butions to effectively incorporate historical context.

5.3 Limitations and Future Work
A primary limitation lies in the fact that, while BotDGT
demonstrates significant improvements, we acknowledge the
increased computational cost associated with dynamicity
modeling. However, we believe that this trade-off is accept-
able, given the potential adverse impact that social bots could
cause. Another limitation is that our evaluation is limited to
the Twitter platform due to the lack of datasets from other
platforms and the generalizability of BotDGT to other plat-
forms remains uncertain. We leave optimizing the compu-
tational efficiency of BotDGT and assessing its performance
across diverse social media ecosystems as future work.

6 Conclusion
The proliferation of social network bots has led to negative
consequences. While state-of-the-art bot detection methods
generally represent the social network as a static graph, they
tend to overlook the dynamic nature of the social network.
In this paper, we propose a bot detection framework, Bot-
DGT, to exploit the inherently dynamic nature of social net-
works, which incorporates the historical context and mod-
els the evolution of behavior patterns. Experimental results
on real-world datasets demonstrate that BotDGT outperforms
other static graph-based bot detection methods. Further stud-
ies indicate the significance of exploiting the social network’s
dynamic nature for effective bot detection.
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[Veličković et al., 2017] Petar Veličković, Guillem Cucurull,
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