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Abstract
Quantum Computing has existed in the theoretical realm for several
decades. Recently, given the latest developments in hardware, quan-
tum computing has re-emerged as a promising technology with
the potential to solve problems that a classical computer could take
hundreds of years to solve. With the rising interest in the field, there
are challenges and opportunities for academics and practitioners
in terms of software engineering practices, particularly in testing
and debugging quantum programs. This paper presents a roadmap
for addressing these challenges, pointing out the existing gaps in
the literature and suggesting research directions. We present the
current state-of-the-art testing and debugging strategies, including
classical techniques applied to quantum programs, the develop-
ment and implementation of quantum-specific assertions, and the
identification and classification of bug patterns unique to quantum
computing. Additionally, we introduce a conceptual model to il-
lustrate the main concepts regarding the testing and debugging of
quantum programs as well as the relationship between them. Those
concepts are then used to identify and discuss the main research
challenges to cope with quantum programs through 2030, focusing
on the interfaces between classical and quantum computing and
on creating testing and debugging techniques that take advantage
of the unique quantum computing characteristics.

CCS Concepts
• Software and its engineering→ Software testing and debug-
ging; • Hardware→ Quantum computation.
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1 Introduction
Quantum computing has leaped forward in recent years, gaining
attention from both academia and industry. The main reason to
develop software and hardware solutions based on the quantum
realm is the need to speed up the processing of complex problems.
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A quantum computer is a device that takes advantage of the spe-
cific properties described by quantum mechanics to perform com-
putation [19]. While quantum computers have been a theoretical
concept for years, several companies are now engaged in developing
hardware, programming frameworks, and quantum programming
languages such as Q# from Microsoft1, Cirq from Google2, and
Qiskit from IBM3. As hardware development progresses, quantum
computing applications are becoming increasingly important and
promising, with potential in fields such as molecular simulations,
cybersecurity, finance, and logistics. Quantum computing has also
been used to accelerate the execution of classical machine learning
and to create new quantum machine learning algorithms [10].

Software Engineering practices and techniques must support
the development of quantum applications to achieve productivity,
quality, and business-oriented solutions. On one hand, software
engineers must know the fundamental basis of quantum computing
to understand its specificities. On the other hand, specialists in de-
veloping quantum applications should comprehend the importance
of software engineer practices, methods, and techniques to deliver
bug-free applications that can be maintained during their lifecycles.

With the spread of frameworks and programming languages, it is
important to ensure that quantum computing applications will work
as expected, both as standalone components and as sub-modules of
larger hybrid applications with classical computing components.
Quantum computing has certain characteristics that pose new chal-
lenges for testing and debugging for researchers and practitioners
[50]. To keep up with advances made by practitioners, researchers
are proposing strategies to test and debug quantum applications,
adapting existing techniques or creating new approaches based on
quantum computing concepts.

This paper presents a roadmap with insights concerning the
future of testing and debugging of quantum programs. We will first
provide a brief theoretical background about quantum computing.
Concepts such as quantum bits (qubits), superposition, and entan-
glement are explained and illustrated with an example. By doing
so, we will be able to discuss the impact of those quantum char-
acteristics for testing and debugging. In Section 3, we present an
overview of the state-of-the-art and state-of-the-practice in quan-
tum computing, such as classical testing and debugging techniques
applied for quantum programs, quantum assertions, bug patterns,
and bug hierarchies in quantum programs. In Section 4, we propose
a conceptual model that represents the topics related to testing
and debugging quantum applications. This model will be used to
discuss concerns and challenges for the future on the road to 2030.
Finally, Section 5 contains our remarks and conclusions.

1https://learn.microsoft.com/en-us/azure/quantum/user-guide/
2https://quantumai.google/cirq
3https://qiskit.org/
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2 Quantum computing concepts
To understand the differences between a Classical Program (CP)
and a Quantum Program (QP) in terms of testing and debugging, it
is useful to explore some of the key characteristics of QC [50]:

• Quantum parallelism: Superposition is the quantum prin-
ciple that allows calculations to consider multiple quantum
states simultaneously, thus leveraging parallelism.

• Statistical results inmost cases: unlike classical programs,
most quantum computing applications are governed by the
inherent uncertainty of superposition.

• Exponential scaling: as qubits can assume two values (|0⟩
and |1⟩), the input space of quantum programs scales as 2N,
where N is the number of qubits. With 50 qubits, for example,
the number of possibilities increases to 250, which can not
be simulated even by current supercomputers.

• Quantum interference: interference occurswhen two quan-
tum states are combined so that their amplitudes either am-
plify (constructive interference for the right answer) or can-
cel (destructive interference for incorrect answers).

• Asking the right question: This characteristic refers to the
mapping of the problem statement such as it can be solved
by a quantum computer.

Besides the concepts mentioned above, there are also characteristics
such as entanglement and the no-cloning theorem that directly
impact the testing and debugging of quantum programs. These
concepts will be discussed in detail in the following paragraphs
with the support of the running example presented in Listing 1.

1 from q i s k i t import QuantumCircu i t
2 from q i s k i t _ a e r import Aer
3 from q i s k i t import t r a n s p i l e
4 from q i s k i t . v i s u a l i z a t i o n import p l o t _h i s t o g r am
5 from ma t p l o t l i b import pyp l o t as p l t
6
7 # c r e a t i n g a c i r c u i t w i th 2 c l a s s i c a l
8 # r e g i s t e r s and 2 quantum r e g i s t e r s
9 c i r c u i t = QuantumCircu i t ( 2 )
10
11 c i r c u i t . h ( 0 )
12 c i r c u i t . cx ( 0 , 1 )
13 c i r c u i t . mea su r e _ a l l ( )
14
15 # T r a n s p i l e f o r s im u l a t o r
16 s imu l a t o r = Aer . ge t_backend ( ' a e r _ s imu l a t o r ' )
17 c i r c u i t = t r a n s p i l e ( c i r c u i t , s imu l a t o r )
18 # s im u l a t e s t h e c i r c u i t
19 r e s u l t = s imu l a t o r . run ( c i r c u i t , s h o t s = 1 0 0 ) . r e s u l t ( )
20 coun t s = r e s u l t . g e t _ c oun t s ( c i r c u i t )
21 p l o t _h i s t o g r am ( coun t s )
22 p l t . show ( )

Listing 1: Running example with the Bell state circuit

The code is written in Python and is based on Qiskit, an open-
source software development kit for working with quantum com-
puters at the level of pulses, circuits, and application modules [5].
One of the central aspects of programming using Qiskit is the cir-
cuit, which consists of one or more quantum operators. Figure 1

presents the Python code based on Qiskit for the quantum circuit
described in Listing 1. Quantum circuits are composed of wires and
quantum gates, responsible for carrying around and manipulating
quantum information [40]. The vertical dashed lines are called bar-
riers and are used in this example to divide the circuit into pieces
so it is easier to explain the parts individually. The circuit of Figure
1 is composed of two qubits (𝑞0 and 𝑞1), a Hadamard, and a CNOT
operator, as well as the measurements for each qubit.

Figure 1: Running example circuit

Similarly to classical bits, qubits can assume two different mea-
surable states: |0⟩ and |1⟩, which are, to a certain extent, equivalent
to the classical binary states 0 and 1. However, since qubits are
physically subatomic particles, they have certain quantum mechan-
ical properties such as superposition of states and entanglement.
Computations that would normally need to be performed serially
on 0 and 1 separately on a classical computer could now be com-
pleted in a single operation using a qubit on a quantum computer,
making computations faster [23].

Qubits can be in different states, represented in Quantum Me-
chanics as vectors, usually with the Dirac notation. In this notation,
vectors are represented as bra-kets, in which a ket is the column
vector and a bra its conjugate transpose. In this way, the vectors
representing the states |0⟩ and |1⟩ are defined as:

|0⟩ =
(
1
0

)
, |1⟩ =

(
0
1

)
In Listing 1, line 9, the constructor QuantumCircuit creates two

qubits initialized with the base state |0⟩ and two classical registers
to store the results of the measurements operations in each qubit
created. The circuit is composed of 𝑞0 and 𝑞1 and is, at this point, a
composite system. A system with multiple qubits is called a com-
posite quantum system [26] and is the result of the tensor product
of the separate, individual spaces. For instance, a composite system
with two qubits consists of a single quantum system with four di-
mensions. In general terms, a composite of a quantum system of N
qubits consists of a single quantum system with 2𝑁 dimensions.

The composition is represented by the symbol ⊗, which is the
tensor product of the state vectors that represent each qubit indi-
vidually. For two qubits, the computational basis is |00⟩, |01⟩, |10⟩,
and |11⟩. The tensor product is defined in the Dirac notation as:

|𝑥⟩ ⊗ |𝑦⟩ ≡ |𝑥⟩ |𝑦⟩ ≡ |𝑥𝑦⟩

As stated by quantum mechanics principles, systems are set to
a definite state only once they are measured. Before a measure-
ment, the systems are in an indeterminate state. For instance, the
superposition of |0⟩ and |1⟩ is a linear combination of these states:

|𝜓 ⟩ = 1
√
2
|0⟩ + 1

√
2
|1⟩ (1)
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The state presented in Equation 1 is usually represented as |+⟩,
whereas the state |𝜓 ⟩ = 1√

2
|0⟩ − 1√

2
|1⟩ is represented by |−⟩.

When quantum states are in a superposition, the probability
of a state resulting after the measurement is equal to the modu-
lus squared of the amplitude of that state. This is known as the
Born Rule and it was demonstrated by Max Born in 1926. In Equa-
tion 1, the probability of the state |0⟩ or |1⟩ being returned after
measurement is equal to:

𝑃 ( |0⟩) = 𝑃 ( |1⟩) =
���� 1√2

����2 = 1
2

(2)

Notice that the Born Rule maps state measurements to the concept
of probability, i.e., the sum of the squares of the amplitudes of all
possible states in the superposition is equal to 1:

|𝛼 |2 + |𝛽 |2 = 1 (3)

For the example in Listing 1, the qubits are measured in line 13
(measure_all method). Based on the Born Rule, 𝑞0 will have a 50%
chance of collapsing to |0⟩ and 50% of collapsing to |1⟩, as follows:���� 1√2

����2 + ���� 1√2
����2 = 1

However, since the example circuit is composed of 𝑞0 and 𝑞1, the
result is a combined state between these two qubits, which is repre-
sented by the tensor product (⊗). Another interesting characteristic
of QC is Entanglement, which can be defined as a physical phe-
nomenon in which multiple qubits are correlated with each other,
such as the measurement of one of them automatically triggers
correlated states of the others, even if these qubits are separated by
great distances. In mathematical terms, entangled qubits represent
superposition states that are not separable, i.e., cannot be factored
into product states. In Listing 1, the entanglement is achieved with
the CNOT (Conditional NOT) operator (line 12), which acts on two
qubits, a control qubit (which is in superposition) and a target qubit,
as follows:

• if the control qubit is |0⟩, no action is taken on the target
qubit.

• However, in case the control qubit is |1⟩, the target qubit is
switched.

• the control qubit remains the same.
With the circuit defined, the next step consists of assembling

it and submitting it to a back-end for execution. For Listing 1, the
circuit is submitted on line 19 to the Aer simulator (defined in line
16), which consists of an ideal (noise-free) simulator running in
the local computer [52]. Given the probabilistic nature of quantum
programs, experiments usually need to be executed multiple times
(parameter shots, defined in line 19 in the run method), so the results
can be checked against a certain expected probabilistic distribution.
Once the circuit is executed, the results are collected in a variable
called count, which contains a map of the returned values as well
as their frequency. Lastly, the function plot_histogram will print
the returned results on (the x-axis) and their respective frequencies
(on the y-axis). Because of the differences in devices in terms of
quantum architectures and hardware implementation details, there
is a process called transpilation, which is responsible for rewriting
a given input circuit to match the topology of that specific quantum
device and optimizing the circuit [5]. In the running example, the

transpilation is executed in line 17, by calling the method transpile
with the circuit and the target execution environment (Aer simu-
lator). One key difference of QC applications when compared to
their classical counterparts is the inability to clone quantum states.
This is known as the No-cloning Theorem. In classical computing,
making multiple copies or inspecting the value of variables is a
common task. The no-cloning theorem states that it is not possible
to create a copy of an arbitrary quantum state [50]. Thus, a read
operation of an intermediate state in a qubit will make the quantum
state collapse to a classical value, which will be the output state.
Thus, the no-cloning theorem poses an important limitation to the
process of debugging quantum programs.

There are also gates such as 𝑅𝑥 , 𝑅𝑦 , and 𝑅𝑧 that are defined in
terms of angles or rotations. These gates accept an angle as a param-
eter and rotate the target qubit around their respective axis by the
specified angle. They are used in variational quantum algorithms,
which are the basis of many Quantum Machine Learning (QML)
algorithms. QML is currently a very active research area in QC and
has emerged as a dominant paradigm for circuit-based quantum
programs in the current noisy intermediate-scale quantum (NISQ)
era [48].

In QML applications, there is typically a predefined parame-
terized quantum circuit (or variational circuit) with predefined
architectures whose parameters are optimized by classical opti-
mization algorithms. They are composed of different elements such
as parameterized gates and entangling blocks. The classical data
are coded into quantum states using different techniques and fed
into the parameterized circuit. The output is read and sent to the
classical optimizer. Some of the techniques for coding the classical
data into quantum states are Basis Encoding, Amplitude Encoding,
Time-Evolution Encoding, and Hamiltonian Encoding. As for the
output, the most common approaches to map the results of the
measurements to a class or label in a classification problem are
Parity Post Processing [18] and Measuring the first qubit.

3 Current testing and debugging approaches for
quantum computing

This section summarizes the main testing strategies applied to QPs,
as well as assertions, bug patterns, taxonomies, and benchmarks.
Finally, an overview of the main debugging techniques is presented.

3.1 Testing strategies
In terms of testing QPs, there are systematic studies [11, 14, 63]
that present a broad overview of different techniques, varying from
adapting classical approaches to QPs with multiple measurements
and statistical analyses to using Hoare logic to determine whether a
quantum program is correct. These works also cover topics such as
Bug Benchmark frameworks for QPs [8, 65], reusability of quantum
algorithms, data structures, and libraries [16], quantum algorithm
development [51], formal verification of quantum protocols [6],
simulation of QP [49], and other traditional classical methods such
as Mutation Testing, Property-based testing, and Fuzz testing. Other
authors [63] explore the issues with testing and debugging QPs
from a different perspective: they study bug types, taxonomies, bug
repositories [8, 66] and benchmarks [21, 32, 65]. These systematic
reviews cover in detail other topics such as Assertions types [22,
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27, 29, 62], and the overall challenges associated with the testing of
QPs [37]. In what follows, we describe the most promising testing
and debugging techniques for QPs.

Classical testing strategies developed for QC cover different
aspects of a QP. For instance, Quito (QUantum InpuT Output cov-
erage) [2] is a framework to tackle the problem of test oracles for
QPs, as well as coverage criteria for the program input, output,
and input-output relations. The framework takes into account a
Program Specification (PS) and uses statistical analysis of the test
results to determine the criteria for passing the tests. Two Test
Oracles are defined: Wrong Output Oracle (WOO) and Output Prob-
ability Oracle (OPO). Another classical approach used to tackle
the dimensional problem of the input space is equivalence class
partitioning, which is a functional testing technique that consists
of dividing the input domain into different classes in which the
software being tested has supposedly the same behavior [54]. For
QPs, Long and Zhao [31] have defined two equivalence partitioning
criteria, namely:

(1) Classical-Superposition Partition (CSP) – each input
variable of each quantum state type is divided into classical
state input and superposition state input.

(2) Classical-Superposition-Mixed partition (CSMP) – each
input variable of each quantum state type is divided into
classical state input, superposition state input, and mixed
state input.

In terms of general classical testing approaches adapted for the
testing of QPs, a few other examples in the literature are detailed
in the following subsections.

Combinatorial Testing. The coverage criterion defined in Quito
has scalability issues as the number of qubits increases. Thus, re-
searchers have been working on optimization approaches to limit
the input space. An example of such an approach is QuCAT (QUan-
tum CombinAtorial Testing) [58], a framework that applies Com-
binatorial Testing (CT) to generate tests for QP. The idea is that
faulty points in the program can be reached through a particular
combination of the input values of a given characteristic such as
pair-wise or 3-wise.

Search-based testing. A test generation tool for quantum programs,
QuSBT (Search-based Testing of Quantum Programs) [59], uses
genetic algorithms to generate a test suite for quantum programs
with the maximum number of failing tests. The input for the tool
consists of the quantum program under test, a list of the input and
output qubits, the total number of qubits, and a program specifica-
tion (PS). The PS maps each input value to its respective probability
of occurrence. A statistical test (Pearson’s chi-square) is used for
checking failures with a probabilistic nature, in which the user can
also specify the significance level for the test.

Fuzz Testing. Wang et al. [55] investigated the use of Fuzz Testing
in the generation of rare inputs in QP to trigger sensitive branches
and thus induce crashes or discover defects. The idea is to use a
gray box testing approach to first identify the code measurement
operations and the branches produced by these measurements. The
procedure continues by producing input matrices that will maxi-
mize the probability of these sensitive branches being triggered,
thus reaching the code with the possible defect. As measurement

operations make qubits collapse to classical values, this approach is
more of a hybrid quantum-classical technique, as everything after
the measurement is purely classical and does not depend on any
quantum characteristic.

Property-Based Testing. The probabilistic nature of QC programs
makes it difficult to assert the value of certain quantum states, es-
pecially for test cases in which superposition plays a role. Property-
based testing has been studied as an alternative to mitigate the
non-deterministic nature of QPs [20], as its main approach con-
sists of generating tests based on general properties of the artifact
being tested and not in concrete test cases. As with the classical
property-based testing approach, the properties are described as pre-
conditions as well as post-conditions and concrete program states
become higher-level abstractions. The authors created a property
specification language for testing Q# programs and a property-
based testing method to generate, execute, and statistically assert
the results of concrete test cases. To assert the test results, the
authors define five types of assertions: Assert Probability, Assert
Entanglement, Assert Equal, Assert Teleported, and Assert Trans-
formed.

Mutation Testing. Mutation testing plays two important roles in
QPs: (1) mutation operators can be used to create faulty versions
of QP [2], thus mitigating the lack of quantum bug repositories
and quantum benchmark programs, and (2) to assess the quality
of test suites for QP. In terms of the assessment of the quality of
test suites, Mendiluze et al.[33] developed a mutation analysis tool
for QPs called Muskit (MUtation testing for QisKIT) based on the
Qiskit framework. Muskit has three components: Mutants Genera-
tor, Mutants Executor, and a Test Analyzer. The mutant generator
component defines three mutation operators: Add Gate, Remove
Gate, and Replace Gate. Similarly, Fortunato et al.[13] investigated
the application of mutation testing in QPs written in Qiskit. The
authors created a set of mutation operators to generate mutants
based on qubit measurements and quantum gates. These operations
were incorporated in a framework called QMutPy, which consists
of an extension of the MutPy, a Python-based tool for mutation
testing. QMutPy extends the mutation operators already present in
MutPy with five quantum operators: Quantum Gate Replacement
(QGR), Quantum Gate Deletion (QGD), Quantum Gate Insertion
(QGI), Quantum Measurement Insertion (QMI), and Quantum Mea-
surement Deletion (QMD), which derive from the classical mutant
operations.

Metamorphic Testing. Previous works [1] developed an approach to
use metamorphic relations to test quantum programs. In their work,
the authors use metamorphic rules, written as quantum functions
and based on properties of the QP, to avoid or delay direct qubit
measurement. Thesemetamorphic relations arewritten as functions
that can be executed directly in a quantum computer, consisting
of what the authors call an "oracle quantum program". Another
approach developed by Paltenghi and Pradel [44] is MorphQ, a
metamorphic testing framework that aims to tackle two challenges
related to testing QPs: (1) the lack of quantum programs available
for testing; and (2) the oracle problem. MorphQ is equipped with an
automatic quantum program generator, which uses both template-
based and grammar-based code generation. The resulting programs
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do not crash during execution, as the generating strategies consider
domain-specific constraints of quantum computing. To alleviate
the oracle problem, MorphQ implements ten metamorphic trans-
formations, such that the source and the follow-up programs have
related outputs with equivalent behaviors.

Other Quantum-based Testing Approaches. The characteristics of
QC described in Section 2, notably superposition and the impos-
sibility of cloning quantum states, pose interesting challenges for
researchers in Quantum Software Testing. However, other particu-
larities of quantum systems have been leveraged in the development
of novel testing approaches. Reversibility and the unitary nature
of quantum operations are cornerstone concepts in specific testing
techniques, including: (i) partial equivalence checking [9], (ii) fast
equivalence checking for quantum circuits [61], (iii) fault testing for
reversible circuits [45], (iv) methods for k-CNOT gates (multiple-
control Toffoli gates) [39], and (v) design techniques for gates such
as Toffoli, Fredkin, and mixed Toffoli-Fredkin that aim to improve
circuit testability [15]. Other approaches such as Qraft [46] are
fully based on the reversal of the circuit being tested to predict
the program output. The idea of Qraft is to reverse the quantum
circuit and execute the full forward as well as its reversed version to
deduce the correct program output for all the quantum states of the
original (forward) circuit. Similarly, Qdiff [56], a differential testing
framework for testing QPs, takes advantage of reversibility and uni-
tary operators to generate logically equivalent variants of the QPs
being tested. Finally, Miranskyy’s [36] approach considers using
QCs to speed up dynamic tests of classical programs. Although the
focus of his work is not the test of QPs per se, the author shows
that, in some cases, it is possible to translate a classical program to
a quantum program and then take advantage of QC computational
power.

3.2 Assertions
Assertions in QPs are an important area of study due to the unique
constraints posed by quantum computing (Section 2). These include
non-deterministic outcomes causing the oracle problem, and the
no-cloning theorem. The probabilistic behavior also studied in the
testing of classical programs is particularly relevant due to the
uncertain nature of quantum states. Thus, for the programmer
creating tests for a quantum routine, it is considerably difficult
to define an oracle upon which the assertions can be based. The
inability to directly read quantum states without collapsing them to
classical values makes it impossible to use assertions in the middle
of a QP. Consequently, the approaches that emerged to tackle the
challenges associated with assertions in QPs are:

(1) Measurement-based Assertions – these assertions mea-
sure the qubit under test at a certain point during the pro-
gram execution. As such, the state of the qubit collapses and
the subsequent execution of the program is impacted. These
assertions assume that the program needs to be executed
multiple times to perform statistical tests and determine
the possible state of the qubit given a certain significance
level. Examples of measurement-based assertions are Statis-
tical Assertions [22], Assertions using Swap-Tests [25], and
Projection-based Assertions [27].

(2) Quantum-based Assertions – these assertions are usu-
ally called runtime or dynamic assertions and do not rely
on measuring the assessed qubit. As the qubit is not mea-
sured, the program state is not impacted as the quantum
state does not collapse to a classical value. The main types
of quantum-based assertions defined in the literature are
Runtime (Dynamic) Assertion checking [29], Assertions for
Memberships / Approximate Assertions, and Swap-based
assertions [30].

(3) Other types of assertions found in the literature explore par-
ticular characteristics of the circuit being tested. They are:
Assertions for Symmetry States [28], Nondestructive discrim-
ination (NDD) assertions [29], and Invariant and Inductive
assertions [62].

3.3 Bug Patterns in Quantum Programs
In terms of improving the quality of quantum programs and reduc-
ing the likelihood of producing software with defects, there have
been efforts focusing on mainly two strategies: (i) developing tech-
niques to identify and fix bugs, and (ii) studying the most common
defect patterns in QP as well as their characteristics. Knowing the
most recurrent bugs and how they manifest themselves in real QPs
can help researchers in the development of new ways to mitigate
these bugs before they occur.

Focusing on debugging QPs, Huang andMartonosi [21] surveyed
a set of quantum computing (QC) algorithms and conducted small-
scale experiments. These experiments were based on the implemen-
tation and the gradual debugging of each step of these programs.
Through this process, the authors identified a set of bug types and
proposed methods for mitigating them. The bug types found by the
authors are Incorrect classical input parameters, Incorrect quantum
initial values, Incorrect operations and transformations, Incorrect
composition of operations using iteration, Incorrect deallocation of
qubits, Incorrect composition of operations using mirroring, and
Incorrect composition of operations using recursion. Following
a similar structure, but centering their work more on static anal-
ysis and less on debugging, Zhao et al.[65] studied bug patterns
in QPs written in Qiskit. The authors identified eight bug types,
classified into four areas: Initialization, Gate operations, Measure-
ments, and Deallocation. The authors further define bug types for
each of the areas listed above. They are Unequal Classical Bits and
Qubits, Custom Gates not Recognised, Insufficient Initial Qubits,
Over Repeated Measurement Incorrect Operations after Measure-
ment, Unsafely Uncomputation, Inappropriately Modification of
Register Size, and Method measure_all. On a more general work,
Luo et al. [32] studied 96 real-world bugs and their fixes in four
programming languages: Qiskit, Cirq, Q#, and ProjectQ. The bugs
analyzed were collected from public repositories on GitHub and
questions posted by programmers in Q&A websites Stack Overflow
and Stack Exchange. The authors found that more than 80% of
the bugs analyzed were related to the quantum-specific parts of
the applications. Furthermore, all bugs categorized as having high
complexity were found to be associated with quantum computing
components in the programs analyzed.
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3.3.1 Bug Taxonomies. Following a similar approach as Luo et
al.[32], Paltenghi and Pradel [43] ran an empirical study and ana-
lyzed 223 bugs from 18 open-source quantum computing projects,
showing that 39.9% of all analyzed bugs were related to quantum-
specific parts of these platforms such as parts that represent, com-
pile, and optimize quantum programming abstractions. Moreover,
the authors show that many of those bugs do not cause the ex-
ecuting program to crash, but return erroneous results, making
it more challenging to identify them. The findings indicate that
9.9% of all bugs analyzed by the authors are related to quantum
computing concepts and are placed in components that implement,
assemble, and optimize quantum-related routines. In terms of bugs
in QML frameworks, Zhao et al. [64] investigated 391 real-world
bugs collected from 22 open-source repositories of nine popular
QML frameworks. They identified that 28% of the bugs found are on
quantum-specific parts of the code, underscoring the importance
of developing methods to find and prevent them.

3.3.2 Bug Benchmarks. Benchmarks are widely used in classical
software testing to simplify repeated experiments and provide
repeatable and objective comparisons [53]. Bug benchmarks are
datasets with known bugs, usually including the faulty code, a fixed
version, and a test to replicate the problem. For Quantum Software,
in terms of bug benchmarks, QBugs [8] is a framework that consists
of a collection of bugs in quantum software. As quantum algorithms
available for testing are scarce, QBugs’ authors suggest the creation
of an open-source catalog for quantum algorithms, along with a
supporting infrastructure that can be used for developers and thus
facilitate the execution of controlled empirical experiments. Follow-
ing a practical approach, Bugs4Q [66] is another bug benchmark
that consists of 36 real bugs from Qiskit. These bugs were collected,
validated, and made available for the community with their respec-
tive test cases for reproducing the erroneous behaviors. The idea of
the framework is to keep evolving by adding new bugs with new
versions of Qiskit, thus building up a reference bug database with
their fixes, unit tests to reproduce buggy behavior, and an interface
to access and run experiments.

3.4 Debugging Techniques
Classical debugging methods such as backtracking, cause elimina-
tion, and brute force, have been explored and suggested as possible
approaches for debugging quantum programs [37, 38]. However,
debugging quantum programs is currently a challenging problem
due to the characteristics of QC such as superposition and the in-
ability to clone quantum states. For instance, a typical debugging
approach, which consists of adding print statements in the code to
display intermediate values for certain variables, can not be used in
QPs due to the collapsing problem. Although simulators help to ob-
serve quantum states for QPs running on classical computers, they
are limited to small programs, as the state explosion for programs
with a higher number of qubits makes it unmanageable for classical
computers. Furthermore, there are challenges in the interpretation
of simulation results, even for small quantum programs [21], which
present research opportunities in developing scalable visualizations
and improving the interpretability of large-scale graphs that devel-
opers can use to inspect and better understand the intermediate
states of the QPs being debugged [7]. The tooling for developing

and debugging quantum algorithms is still limited and has scat-
tered features. Practitioners, for instance, tend to use different tools
(such as IBM Composer [24] and OpenQASM [42]) and alternate
between them while debugging quantum algorithms [7]. In terms
of debugging strategies for quantum algorithms, programmers may
vary from coarse-grained (e.g., for quantum chemistry simulations
in which the pair-wise electron interactions do not have inherent
physical meanings) to fine-grained as inspecting the inner details of
the intermediate subroutines, allowing one to compare intermedi-
ate results with the known expected values [21]. Previous research
[34] adapted debugging with slicing (a classical debugging tech-
nique) for QPs. The approach consists of dividing quantum circuits
into smaller blocks by adding breakpoints in the form of circuit
barriers and executing the blocks separately either in a simulator or
a quantum computer. The barriers might have the side effect that
some qubits are not used in certain slices, thus allowing the user
to add a horizontal slice and separate the unused qubits from the
analysis. The vertical slicing is similar to the statistical assertions,
as the remaining parts of the circuit need to be simulated to allow
the inspection of the intermediate states.

The efforts discussed in this section show that several advances
have been made in the realm of testing and debugging in quantum
computing. Notwithstanding, there are still gaps to tackle on the
road to understanding and proposing effective techniques for the
improvement of QPs. The next section is dedicated to discussing
these challenges and outlining potential research directions in the
testing and debugging of QPs.

4 2030 Horizon: Emerging Challenges and
Opportunities

Figure 2 shows a conceptual model representing the main testing
and debugging concepts discussed until now and how they are
related to each other. We will rely on Figure 2 as a guide for the
discussion throughout this section. We will mainly deal with the
concepts highlighted in the figure, indicated in boldface, and with
those that stem from them, which are indicated in italic.

Quantum computing is in a stage comparable to the initial days
of classical computing, in which programs were created using low-
level machine languages [11]. This lack of higher abstractions to the
circuit-based model as well as the absence of quantum-specific
testing techniques (unlike the adaptation of their classical coun-
terparts) and tooling can pose extra challenges in the testing and
debugging of quantum programs.

When it comes to testing techniques, the issues with handling
the combinatorial explosion of the input states in the test of QPs
have been well documented [2]. This is notorious for pure QPs,
i.e., those conceptualized to demonstrate theoretical concepts or
to function as small example programs. In practice, a QP will not
exist as an isolated entity, but as part of a complete solution with
classical components. In this hybrid setup, the first step consists of
mapping classical data to quantum data. In these approaches, the
inputs of a QP are not only discrete but can also assume continuous
values that go through a set of steps to be processed by a QC.
Thus, mapping input states with expected outputs and developing
testing techniques for these areas becomes even more complex.
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Figure 2: Conceptual model of quantum computing applications

Following the need to reduce the search space on the input
domain, several techniques have been developed such as combi-
natorial testing, search-based testing, and fuzz testing. These
techniques are labor intensive, require significant computational
resources and effort, and do not tackle the problem completely, as
in most real scenarios the input states are not discrete.

On the testing and debugging QPs front, one of the major factors
impacting future techniques is the inability to clone quantum states,
which impacts the inspection of the qubit state. Thus, a simple print
statement or the analysis of a qubit in a breakpoint makes the qubit
collapse to a classical value, affecting the subsequent execution of
the QP. Dynamic assertions can be seen as a way to overcome
this limitation, albeit with restrictions. They are limited to asserting
certain characteristics of the quantum state, such as identifying su-
perposition or entanglement. While this approach has its practical
applications, it shares a limitation with property-based testing:
it is limited to asserting properties of the quantum state, rather
than the actual quantum state itself. The use of simulators in the
development and debugging of QPs can help to circumvent these
issues, but they are limited to small programs due to state explosion.
Thus, a variety of classical structural testing techniques cannot
be directly applied to the testing and debugging of quantum pro-
grams. Other research directions that have been followed are the
study of bug patterns, taxonomies, and techniques for debugging
quantum programs. Although bug patterns may address known
bugs, helping to reduce their occurrences, there may be other bug

types that do not fit into the existing categories. This highlights
the importance of developing effective strategies to identify them
and overcome existing debugging limitations such as the inability
to directly observe intermediate quantum states.

When it comes to the test of QML applications, it is observed
that, similarly to other QPs, there are efforts to adapt classical
techniques to the quantum space. The similarities between QML
algorithms and neural networks make them suitable to share similar
testing approaches. The differences we observe are related to the
encoding of the classical values to quantum states as well as the
outputs produced by the quantum algorithms to classification labels.
Although several techniques cover both topics, the testing strategies
are, as far as we know, non-existent. On a broader scope, although
some testing strategies exist for pure QC applications as well as
for QML counterparts, not so much has been developed in terms of
the testing of the interfaces between the classical and the quantum
world.

As illustrated in Figure 3, QC applications exist as part of a com-
plete application in which the quantum-specific components will
execute a part of the job. Thus, exploring testing alternatives and
developing ways to test these interfaces is important. Likewise, un-
derstanding bug patterns in hybrid (classical-quantum) programs
and adapting classical debugging techniques to quantum programs
are ongoing challenges.

In Figure 4 we summarize the main testing approaches categoriz-
ing the type of program being tested and the type of test created for
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Figure 3: Quantum Algorithms in the context of a complete
application. Adapted from [17].

it. In quadrant A, classical programs are tested and debugged using
classical techniques. These are the traditional programming, testing,
and debugging strategies without any quantum-related elements.
In quadrant B, classical programs are tested and debugged with
the support of quantum-centered techniques. In this quadrant, the
initiatives focus on using quantum-specific phenomena to speed up
classical software testing techniques. For instance, Abreu et al. [1]
shown that it is possible to take advantage of quantum parallelism
to speed up the testing process ofmetamorphic rules. Likewise, there
have been initiatives [57] focused on utilizing QC, more specifically
Quantum Approximate Optimization Algorithms (QAOA), in test
case optimization problems. Similarly, other works use Quantum
Annealers, which are specialized quantum computers for solving
combinatorial optimization problems, to tackle the test minimiza-
tion problem [60]. In quadrant C, a quantum program is tested
and debugged with the support of classical testing and debugging
techniques adapted to the context of QC. Most of the existing tech-
niques described in this paper focus on this quadrant, as they are
about adapting classical software techniques to quantum programs.
Although this approach can help us understand the complexities of
testing QPs, it is important to consider the use of quantum mechan-
ics characteristics such as parallelism and interference in developing
the testing and debugging techniques themselves. Quadrant D, on
the other hand, contains the least explored domain so far, which
consists of quantum programs being tested and debugged with
quantum-centered approaches. In this case, the tests are developed
targeted to the quantum realm and leveraging quantum-specific
features such as superposition, entanglement, and interference.

Figure 4: The four dimensions of Quantum Software Testing
and Debugging. Based on [47] and adapted to the context of
Quantum Software Testing and Debugging.

The interdisciplinary nature of QC poses an additional challenge
to the development of quantum algorithms. On one hand, Com-
puter Scientists have formal education in Software Engineering,
Software Testing, and general programming practices, but might
lack the necessary understanding of Quantum Physics [4] to pro-
duce significant contributions to QC. On the other hand, physicists,
with a background in quantum mechanics, might lack knowledge
of good software development practices [12]. Some authors [3, 41]
already pointed out the importance of developing quantum-specific
paradigms that can abstract away the complexity of working with
quantum mechanics concepts.

A shift in the testing approaches is expected to happen once
high-level frameworks and programming languages gain traction.
Platforms such as Classiq4 and Silq5 already explore the idea that QP
can be created with higher abstractions other than the circuit-based
model. The argument is that circuit-based quantum programming
is the equivalent of creating classical circuits using logical gates
such as NAND, OR, NOT, and so on. Although circuits can work
for small, simple examples, it does not scale up when it comes to
bigger applications. The concept of Quantum Algorithm Design [35]
emerges as an attempt to create computer-aided design (CAD) for
QPs, in which high-level functional models are created by the user
and translated to quantum circuits in the background. As these
macro-component approaches mature, there will be challenges test-
ing the interfaces between the usable components proposed by
them, as well as with the testing of the individual components
themselves. Similarly to what happened with higher-level program-
ming languages, we expect to see new paradigms being created, as
well as design, architectural, and integration patterns for computer
systems with both classical and quantum components.

5 Conclusions
In recent years, Quantum Computing has emerged as a promising
field due to its capabilities of solving complex problems and the
developments in quantum hardware. As we approach 2030, the ris-
ing interest in quantum programming languages and frameworks
underscores the importance of the study and development of spe-
cialized techniques for testing and debugging quantum programs.
In this paper, we presented an overview of the main concepts and
techniques for testing and debugging quantum computing appli-
cations and illustrated their relations in a conceptual model. We
presented the current challenges in the field and proposed a path
forward that involves not only adapting existing practices to the
quantum realm but also creating higher-level abstractions to the
circuit-based programming model, along with new implementa-
tions that can leverage quantum computing’s unique character-
istics. Additionally, we highlighted the importance of developing
approaches for testing and debugging hybrid applications, explor-
ing the interfaces between classical and quantum components to
develop more reliable and efficient applications.

4https://www.classiq.io/
5https://silq.ethz.ch/

https://www.classiq.io/
https://silq.ethz.ch/
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